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(1) 

CYBERSECURITY: SETTING THE RULES FOR 
RESPONSIBLE GLOBAL CYBER BEHAVIOR 

THURSDAY, MAY 14, 2015 

U.S. SENATE,
SUBCOMMITTEE ON EAST ASIA, THE PACIFIC, AND 

INTERNATIONAL CYBERSECURITY POLICY, 
COMMITTEE ON FOREIGN RELATIONS, 

Washington, DC. 
The subcommittee met, pursuant to notice, at 10:02 a.m., in room 

SD–419, Dirksen Senate Office Building, Hon. Cory Gardner (chair-
man of the subcommittee) presiding. 

Present: Senators Gardner and Cardin. 

OPENING STATEMENT OF HON. CORY GARDNER, 
U.S. SENATOR FROM COLORADO 

Senator GARDNER. All right, the committee will be in order. 
Thank you very much for the opportunity to be here today. And 

welcome to the first hearing for the Senate Foreign Relations Com-
mittee, Subcommittee on East Asia, The Pacific, and International 
Cybersecurity Policy. 

I want to thank Chairman Corker for his cooperation as this 
committee is starting its important responsibilities here in the 
114th Congress. Of course, we have had numerous hearings on 
matters relating to East Asia—just yesterday, of course, related to 
China and other issues—but this is the first dedicated subcommit-
tee hearing. 

I want to thank Senator Cardin, the distinguished ranking mem-
ber of not only this subcommittee, but your plate is now fully full 
with the full committee. So, thank you very much for being here 
and taking the time to make this a priority of yours, as well. 

Today’s hearing is timely, for a multitude of reasons. Cyber-
security is a new area of jurisdiction for this committee which 
reflects the critical importance this issue has come to play in the 
foreign affairs of our Nation. Facing a host of known and emerging 
threats in cyberspace that threatens not only our Nation’s critical 
national security infrastructure, but our economic stability and the 
privacy of our citizens. 

The President’s 2011 International Strategy for Cyberspace, 
which serves as the guide for our Nation’s policy, lays out the fol-
lowing strategic goal: The United States will work internationally 
to promote an open interoperable, secure, and reliable information 
and communications infrastructure that supports international 
trade in commerce, strengthens international security, and fosters 
free expression and innovation. To achieve that goal, we will build 
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and sustain an environment in which norms of responsible behav-
ior guides states’ actions, sustain partnership, and support the rule 
of law in cyberspace. 

Yet, we know that there are state actors in the field—most 
prominently, Russia, China, North Korea, and Iran—that have con-
ducted cyber activities that are fundamentally at odds with these 
goals. As the title of our hearing suggests, how successful has 
United States policy been in building of a reliable international 
framework to enforce responsible behavior in cyberspace? How 
assertive is U.S. diplomacy in both deterring these known threats, 
but also building viable coalitions with our partners around the 
world that share our vision of open, interoperable, secure, and reli-
able information and communication infrastructure? 

We also know the President has punitive U.S. measures at his 
disposal, as demonstrated by the sanctions imposed by the U.S. 
Department of Justice and when it indicted five Chinese military 
members in May 2014 for malicious cyber activities directed 
against our Nation. 

On April 1, 2015, the President issued Executive Order 13694 
that would impose U.S. sanctions on entities that are, ‘‘engaging in 
significant malicious cyber-enabled activities.’’ So, the question is: 
How effective have these sanctions been to date in deterring bad 
actors and encouraging responsible cyber behavior? 

We also know that the cyber field is rapidly developing. As tech-
nology becomes increasingly sophisticated, so does the task of 
deterring bad actors and promoting good global cyber governance. 
It is been 4 years since the President’s Strategy for International 
Cyberspace was put forward. As we know, in technology terms, 4 
years might as well be four centuries. And is it time to review an 
update to that strategy? 

So, I hope to explore these and other questions today with our 
distinguished witnesses on both panels. And, with that, of course, 
I would like to turn to our distinguished ranking member, Senator 
Cardin, for his comments. 

STATEMENT OF HON. BENJAMIN L. CARDIN, 
U.S. SENATOR FROM MARYLAND 

Senator CARDIN. Well, Senator Gardner, first of all, thank you, 
and congratulations on your position as the Chair of the East Asia 
and Pacific Subcommittee. I had the honor of chairing the com-
mittee in the last Congress, and the jurisdiction of this committee 
is critically important to our country. And I know it is in good 
hands. So, I thank you for doing that. 

We know about the President’s rebalance to Asia and the impor-
tance of the Asia region in regards to our economic and security 
issues. I know this subcommittee is going to be very, very busy. 
But, to add to your responsibilities, you now have cybersecurity. I 
know there are a lot of committees that deal with cybersecurity, 
but, I must tell you, the international impact and our international 
coordination is critically important to the security of this country. 
So, this subcommittee has a particularly important function within 
not just the Senate Foreign Relations Committee, but within the 
entire United States Senate and Government. So, good luck, and I 
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look forward to working with you. And I know we are going to work 
together for our country. So, I look forward to that. 

We always knew that we had cyber criminals that were out 
there. It costs industry a lot of money, costs people a lot of money 
all the time. We also knew that we are at risk of cyber terrorists, 
people who want to cause harm to our country. And we knew that 
was an increased risk. But, I think North Korea’s cyber attack on 
Sony Pictures Entertainment last November was a turning point. 
We now recognize that we are under direct attack by cyber soldiers 
organized by government to attack our country—that really 
changes the whole dynamics of cybersecurity. So, it is a critically 
important field. 

Last month, media reported that Russia has increased its cyber 
attacks against the United States since sanctions were put in place 
over Russia’s intervention in Ukraine—targeting the most senior 
levels of the United States Government, as well as a number of 
U.S. companies—in an attempt to regain the upper hand for Rus-
sia’s industries adversely impacted by international sanctions. And 
just last Friday, the State Department expressed United States 
concerns that China has used a new offensive cyber weapon, 
referred to as ‘‘The Great Cannon,’’ to target foreign and Chinese 
activist Web sites hosting content banned by China. Mainly, this 
represents a new level of information censorship by the Chinese. 

Price Waterhouse Cooper’s study, released last October, found 
that the number of detected cyber attacks—detected cyber 
attacks—worldwide escalated dramatically in 2014 to approxi-
mately 43 million—up 48 percent in 2013—amounting to about 
117,000 attacks every day. So, this is a huge problem that we have 
to deal with. The global nature of cyber threats requires the United 
States to bring to bear all of our expertise and resources to ensure 
that we are doing all we can to protect our Nation’s strategic, eco-
nomic, and security interests, as well as those of our international 
partners and allies. But, we must do so in a way that preserves 
Internet freedom—so that people across the world have free and 
unfettered access to the Internet as a medium through which they 
can learn, connect, and express themselves. We must uphold our 
values of openness and respect for human rights in an increasingly 
digitized world. 

I commend the Obama administration for releasing the Inter-
national Strategy for Cyberspace and strengthening the United 
States Government’s capabilities, particularly in terms of organiza-
tion and expertise. In February of this year, the President directed 
the Director of National Intelligence to establish the Cyber Threat 
Intelligence Integration Center, whose mission is to ‘‘connect the 
dots.’’ That is very, very important. We have a lot of information. 
We do need to connect the dots. And I hope we will have a chance 
to get an update on that during this hearing as to what is affecting 
national interests. The President also issued two new cyber-related 
Executive orders this year. 

As the United States moves forward with these initiatives, we 
must ensure that the wide array of federal departments and agen-
cies involved in cybersecurity avoid duplicating efforts or overlap-
ping in authorities. We must also continue to reevaluate our 
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current diplomatic strategy and government structure to ensure 
that we are postured to adapt to the new threats. 

One area that I believe holds great promise is public-private 
partnership. In this respect, Maryland is at the center of our 
Nation’s cybersecurity efforts. In Maryland, we have several federal 
facilities charged with defending U.S. military networks and assist-
ing our combat commanders and soldiers who work in cyberspace. 
And I have had a chance to visit these agencies. At Fort Meade, 
the U.S. Cyber Command plans, coordinates, and conducts full 
spectrum of military cyberspace operations. That is located just a 
few miles from where we are. And the National Security Agency 
and the Central Security Service, also colocated at Fort Meade, 
work to exploit signal intelligence to collect information on our 
adversaries and protect U.S. military networks from cyber attack. 

In Gaithersburg, MD, the National Institute of Standards and 
Technology has conducted cybersecurity research for decades and 
leads the government in standards development and protocol for 
cybersecurity operations, testings, and certifications. 

And, Mr. Chairman, I could tell you all about our universities, 
which are specialized in cybersecurity. I am very happy that Pro-
fessor Michael Greenberger is here from the University of Mary-
land’s Center of Health and Homeland Security, a professor at Uni-
versity of Maryland Francis King Carey School of Law. I mention 
that because I am a graduate of that law school, so we will give 
plugs whenever we can. [Laughter.] 

And I am proud of the fact that the State of Maryland and our 
local governments have all made cybersecurity a top priority for 
our State. And I will confess that we do that, in part, because it 
is good for our business, our jobs, our economy. We have a lot of 
highly trained people that are getting great jobs in our State. But, 
we are also doing it because we can perform a mission to this coun-
try that is critically important, and we are proud of what the peo-
ple of Maryland are doing, working on behalf of our national secu-
rity in cybersecurity. 

So, Mr. Chairman, as we start this hearing, we know that we 
have to engage the private sector. The government cannot do this 
alone. We really have no choice but to work closely with the private 
sector. And when I was on the Judiciary Committee, I chaired a 
subcommittee that had jurisdiction over cybersecurity. I introduced 
legislation that was incorporated in the Commerce Committee leg-
islation that dealt with trying to harmonize how the private sector 
deals with their cybersecurity needs. We have started down this 
path, but we need to do more. We have got to work together on 
this. What concerns me is that there are a lot of cyber attacks out 
there in the private sector that we never hear about because they 
are embarrassed to tell us about it, and we need to make sure that 
we have the protocols in place so we can protect the security of our 
country. I think that this hearing today and the work of this sub-
committee can help us achieve those objectives for the people of 
this country. 

Senator GARDNER. Thank you, Senator Cardin. 
We will begin with our first panel and welcome the Honorable 

Christopher Painter, who serves as the State Department’s Coordi-
nator for Cyber Issues. In this capacity, Mr. Painter coordinates 
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and leads the United States diplomatic efforts to implement the 
President’s International Strategy for Cyberspace. He works closely 
with components across the Department, other agencies, the White 
House, the private sector, and civil society. Prior to joining the 
State Department, Mr. Painter served in the White House as Sen-
ior Director for Cybersecurity Policy in the National Security Staff. 
During his 2 years at the White House, Mr. Painter was a senior 
member of the team that conducted the President’s Cyberspace Pol-
icy Review and subsequently served as the Acting Cybersecurity 
Coordinator. He coordinated the development of the President’s 
2011 International Strategy for Cyberspace which both Senator 
Cardin and I have already spoken about. 

So, welcome, Mr. Painter. Thank you for your service, and look 
forward to hearing your testimony today. 

STATEMENT OF CHRISTOPHER PAINTER, COORDINATOR FOR 
CYBER ISSUES, U.S. DEPARTMENT OF STATE, WASHINGTON, 
DC 

Mr. PAINTER. Thank you very much, Senator. 
Chairman Gardner, Ranking Member Cardin, members of the 

Senate Foreign Relations Committee’s Subcommittee on East Asia, 
the Pacific, and International Cybersecurity Policy, it is a real 
pleasure to be here today to speak with you about our cyber foreign 
policy, particularly as this, as you mentioned, is your first hearing 
since the subcommittee took on the important international cyber-
security policy portfolio. 

On behalf of my office and the State Department, I look forward 
to working with you. And I should say that, having been involved 
in this area now for about 24 years, I am very happy—and this 
really exemplifies how important this has become as a policy issue, 
as a national security, economic, human rights, and, ultimately, a 
foreign policy issue. 

We live today in an environment of growing threats, both tech-
nical and policy related, to the global Internet we seek to preserve 
and expand. Our work to respond to these threats is guided by the 
vision of the U.S. International Strategy for Cyberspace, which 
seeks to promote an Internet that is open, interoperable, secure, 
and reliable. The State Department works across a range of inter-
connected cyber policy issues to achieve this vision through our dip-
lomatic efforts. These issues include promoting cyber stability 
among States through norms and confidence-building measures; 
building the domestic cybersecurity capacity of our partners and 
channels for international cooperation on incident response; fight-
ing cyber crime; advancing human rights online; promoting the 
continuation of an effective multistakeholder model of Internet gov-
ernance; and working to address Internet access and affordability 
issues. 

Given time constraints, I am going to focus my oral testimony 
now primarily on a few security concerns, but I am happy to 
address questions on this full range of cyber issues. 

Let me start with our long-term goal. We are striving for a state 
of international cyber stability, an environment where all states 
are able to enjoy the benefits of cyber space, where there are bene-
fits for states to cooperate and avoid conflict, and where there is 
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little incentive for states to attack one another. We are pursuing 
efforts along two lines to achieve this goal. 

First, we are working to develop a shared understanding about 
norms and responsible state behavior in cyberspace. We believe 
that developing shared norms will enhance stability, ground foreign 
and defense policies, guide international partnerships, and help 
prevent the misunderstandings that can lead to conflict. In recent 
years, we have had tangible success in developing these norms. 
Notably, a landmark consensus in 2013 that international law 
applies to state conduct in cyberspace. We are now working to 
expand this consensus and look more closely exactly how inter-
national law applies. In addition, because cyber tools can be used 
across the spectrum of conflict, most notably below the threshold 
of the use of force, the U.S. Government has also been working to 
identify some voluntary norms of responsible state behavior during 
peacetime that would be universally appropriate and would keep 
all of us safer if states adopt them. I have included these norms 
in my written testimony, but I am happy to discuss them further 
if you have questions. 

In addition to promoting norms, we have also worked to establish 
practical cyber risk-reduction and confidence-building measures 
among states. WE believe that effective CBMs can reduce the risk 
of escalation due to misunderstanding or miscalculation regarding 
a cyber incident. For example, in December 2013, we achieved an 
agreement at the Organization for Security and Cooperation in 
Europe for the first-ever cyber CBMs among members of a multi-
national security organization. We are now working to implement 
the current CBMs and develop them in other regional organiza-
tions, such as the ASEAN Regional Forum. 

Alongside these efforts with a shorter term focus, we are working 
to strengthen the ability of the U.S. Government as well as our for-
eign partners to respond to cyber events as they occur. We strongly 
support increased direct international cooperation among computer 
security incident response teams and law enforcement entities to 
respond to and investigate cyber incidents, and we use our diplo-
matic engagements to help our interagency partners at DHS and 
DOJ build those ties. 

Among our foreign partners, we encourage the development of 
whole-of-government national strategies and cooperation with the 
private sector on cybersecurity matters. We have placed a major 
emphasis on providing capacity-building support to countries that 
need it so that they are better prepared to do their part when an 
incident occurs. We also stand ready to support whole-of-govern-
ment responses to cyber events as they occur, supporting inter-
agency deliberations on major cyber events, and engaging diplo-
matic channels when needed. For example, during the 2012–2013 
distributed denial-of-service attacks against our financial institu-
tions, State used diplomatic channels as a supplement to incident 
response efforts through more technical channels. State also works 
closely with DOJ colleagues to strengthen international cooperation 
to combat transnational cyber crime and other forms of high-tech 
crime. We support the Budapest Convention on Cybercrime, as well 
as the G7 24/7 network, which allows national police to request 
rapid assistance in significant investigations involving digital 
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evidence. State also works with our colleagues in DOJ to provide 
capacity-building assistance on investigation and prosecuting cyber 
crimes. 

I should, finally, note that all of our work to promote security 
takes place in the context of our broader commitment to an open 
and interoperable global Internet. That is why states’ work on 
Internet governance, Internet freedom, and promoting ICTs as an 
engine for development is so closely tied to our work in promoting 
security. 

I am now happy to take any questions. 
[The prepared statement of Mr. Painter follows:] 

PREPARED STATEMENT OF CHRISTOPHER M.E. PAINTER 

Chairman Gardner, Ranking Member Cardin, members of the Senate Foreign 
Relations Committee Subcommittee on East Asia, the Pacific, and International 
Cybersecurity Policy, it is a pleasure to be here today to speak about our cyber for-
eign policy. 

Before I begin, I would like to commend your subcommittee for recently taking 
on ‘‘International Cybersecurity Policy’’ as a part of your portfolio. This development 
is yet another important step in our government’s efforts to strengthen our foreign 
policy on cyber issues. It is also further recognition of the growing importance of 
cyber policy to our national security, foreign policy, economy, values, and way of life. 
Moreover, the fact that cyber policy is the subject of the subcommittee’s first hear-
ing during the legislative session indicates the importance you place on this new 
role. On behalf of my office and the State Department, I look forward to working 
with you. 

CYBER ISSUES: A NEW FOREIGN POLICY IMPERATIVE 

When it comes to the foreign policy implications of cyber issues, it is important 
to begin with the recognition that this subcommittee and the State Department are 
working in a still-nascent policy space. While the Internet has been growing and 
evolving for a few decades now, the international community has only more recently 
begun to fully grasp cyber issues as a foreign policy priority. 

Only 4 years ago this month, the White House issued its International Strategy 
for Cyberspace, leading the world in recognizing the need for a comprehensive and 
crosscutting strategic approach to this key area. We were also the first country to 
establish a foreign ministry office like the one I lead—the State Department’s Office 
of the Coordinator for Cyber Issues—to coordinate diplomatic efforts across the full 
range of international cyber policy issues. 

The world has changed dramatically even since then. Now there are offices like 
ours in foreign ministries throughout the world, and new ones are steadily being 
created as more countries look to engage in the global cyber policy dialogue. Cyber 
issues have become central topics of discussion in virtually every international 
venue, and cyber diplomacy is increasingly viewed by governments as a foreign pol-
icy imperative. 

Nonetheless, cyber issues remain in many respects an emerging area of foreign 
and national security policy. The global community is still in an early stage of tack-
ling these challenging issues and building consensus toward solutions that are con-
sistent with the core values of democracy and human rights. In the United States, 
we have made great strides in articulating our strategic vision for cyberspace, but 
we are still working to fully develop the necessary capabilities to ensure we can con-
tinue to lead in this dynamic policy area and respond to crises as they emerge. 

These efforts occur in a context of growing threats—both technical and policy 
related—to the open and interoperable global Internet we seek to preserve and 
expand. On the technical side, we face increasing risks from state and nonstate 
actors that conduct malicious cyber activity for the purpose of stealing trade secrets 
or personal information for commercial or financial gain, suppressing freedom of 
expression, destroying data, harming our critical infrastructure, or causing various 
other types of harm. North Korea’s cyber attack on Sony Pictures Entertainment 
demonstrated the potential coercive effects of such activity. The more recent tar-
geting of Github highlights a new and worrying trend of cyber capabilities being 
used from abroad to influence public expression within the United States. While, as 
the Director of National Intelligence recently noted, the ‘‘likelihood of a catastrophic 
attack from any particular actor is remote at this time,’’ we are likely to see ‘‘an 
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ongoing series of low-to-moderate level cyber attacks from a variety of sources’’ that 
will, over time, ‘‘impose costs on U.S. economic competitiveness and national 
security.’’ 

In the policy context, we face significant and growing challenges, especially from 
China, Russia, and other authoritarian governments that seek increased sovereign 
control over the Internet and its content. These challenges surface in a variety of 
fora and across a range of policy issues. Internet governance is a prime example of 
a challenging cyber policy area. Here, we see governments that are more concerned 
with regime stability than with economic and social development pushing to shift 
from the long-standing and successful multistakeholder model—one that involves 
active participation by governments, the private sector, civil society, and academia 
in an inclusive and bottom-up process—to an intergovernmental and exclusive sys-
tem that could fundamentally undermine the future growth and potential of the 
Internet. The fight against transnational cyber crime is another area where we face 
a policy challenge. China and Russia are aggressively advocating for a new global 
cyber-crime agreement that would serve as a vehicle for controlling speech and 
undermining civil and political rights, while at the same time criticizing the effec-
tiveness of existing international instruments like the Council of Europe Convention 
on Cybercrime, or Budapest Convention. 

Our work to respond to these threats is guided by the vision of the U.S. Inter-
national Strategy for Cyberspace, which seeks ‘‘to promote an open, interoperable, 
secure, and reliable information and communications infrastructure that supports 
international trade and commerce, strengthens international security, and fosters 
free expression and innovation.’’ The State Department—not just my office, but the 
full complement of security, economic, human rights, law enforcement and region-
ally focused bureaus and offices throughout the Department—works across a range 
of interconnected cyber policy issues to achieve this vision through our diplomatic 
efforts. This includes promoting cyber stability among states through norms and 
confidence building measures, building the domestic cyber security capacity of our 
partners and channels for international cooperation on incident response, fighting 
cyber crime, advancing human rights online, promoting the continuation of an effec-
tive multistakeholder model of Internet governance, and, in cooperation with our 
colleagues at USAID among others, promoting capacity building, technical assist-
ance, and development programs to tackle security challenges and address Internet 
access and affordability issues. 

Accordingly, my office works closely with offices and officials across the Depart-
ment—including Under Secretary for Economic Growth, Energy, and the Environ-
ment, Catherine Novelli, who serves as the Senior Coordinator for International 
Information Technology Diplomacy; the Bureau of Democracy, Human Rights and 
Labor; the Bureau of International Narcotics and Law Enforcement; the Bureau of 
Economics and Business Affairs Office of International Communications and Infor-
mation Policy; the Bureau of Counterterrorism; the Bureau of Arms Control and 
Verification; among other functional components, and every regional bureau. We 
also coordinate our work with colleagues throughout the Federal Government, 
including at the Departments of Defense, Justice, Homeland Security, Commerce, 
and Treasury. 

The State Department is a key player in all U.S. Government interagency cyber 
policy processes, ensuring that timely and pertinent foreign policy guidance is pro-
vided to decision makers at all levels. Given the global nature of the Internet, even 
ostensibly domestic cyber policy decisions typically have a foreign policy or diplo-
matic dimension. We also leverage State’s global diplomatic corps, including our 
growing cadre of cyber officers, to support the vision articulated in the U.S. Inter-
national Strategy for Cyberspace, and respond to growing threats. 

REVIEW OF THE GLOBAL CYBER LANDSCAPE 

Before describing our international priorities in detail, it is useful to review some 
of the most recent cyber developments from around the world to better frame the 
kinds of challenges and opportunities that we face. We can call it a short ‘‘cyber pol-
icy world tour.’’ 

Given the subcommittee’s focus on East Asia and the Pacific, I will begin there. 
As you know, this dynamic region is playing an increasingly important role in the 
world, particularly in the area of cyber policy. Within the region, there is much 
focus on China’s role in cyberspace. In recent years, China has become more asser-
tive in promoting its vision for cyberspace—government-controlled, with an absolut-
ist conception of sovereignty over technology and content—that stands in stark con-
trast to our own policy priorities. As we push back against these repressive 
concepts, we also continue to engage China on areas of potential cooperation, such 
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as network defense and other practical measures that could reduce the risk of con-
flict in cyberspace. At the same time, the administration has been clear, consistent, 
and direct in raising our concerns with the Chinese regarding issues such as state- 
sponsored cyber-enabled theft of intellectual property for commercial gain. We have 
also been concerned by recent reports that China has used a new cyber capability 
to interfere with the ability of worldwide Internet users to access content hosted 
outside of China, including the web developer site Github. Although we regret Chi-
na’s decision to suspend the activities of the U.S.-China Cyber Working Group, we 
have continued to engage Chinese cyber experts on areas of concern. We remain 
committed to expanding our cooperation with the Chinese Government on cyber 
matters where we have common ground and to candidly and constructively address-
ing differences. 

The United States maintains strong and ongoing diplomatic relations on cyber 
issues with a number of other countries in the region. We work very closely across 
the range of cyber policy topics with our friends in Japan, South Korea, Australia, 
and New Zealand, with whom we share a common vision for cyberspace. During 
Prime Minister Shinzo Abe’s visit to Washington in April 2015, both the United 
States and Japan reaffirmed their commitment to working together ‘‘to ensure the 
safe and stable use of cyberspace based on the free flow of information and an open 
Internet.’’ The United States also engages on regional security issues in the ASEAN 
Regional Forum, where we are actively promoting the development of regional cyber 
confidence-building measures. We are seeking to expand our bilateral engagement 
with several ASEAN states, including Indonesia, Singapore, and Malaysia, and 
actively promoting cyber crime capacity-building efforts in the region in partnership 
with Japan and Australia. 

Finally, the region includes North Korea, which was responsible for the November 
2014 cyber attack on Sony Pictures Entertainment. The destructiveness of that 
cyber attack, coupled with its coercive nature, sets it apart from other malicious 
cyber activity we have observed in recent years. This is why the President publicly 
attributed the cyber attack to North Korea and vowed that we would ‘‘respond pro-
portionally . . . in a place and time and manner that we choose.’’ In January 2015, 
the President signed a new Executive order, increasing our ability to apply sanc-
tions pressure in response to the provocative, destabilizing, and repressive actions 
and policies of the Government of North Korea, such as the destructive and coercive 
Sony Pictures cyber attack. 

Next, we can turn to Europe, which largely shares our vision for an open and 
secure Internet, but which still contains security and policy challenges. The United 
States has very close relations with much of Europe and our cooperation in the 
region on cyber issues is increasing. We engage directly with the European institu-
tions on cyber, notably the European External Action Service (EAS). Working with 
the EAS, we have launched a U.S.-EU Cyber Dialogue to address the cyber foreign 
policy matters of mutual concern and align our foreign policy posture on key issues 
in international fora. 

My office leads regular bilateral engagements on cyber policy with individual 
countries like the United Kingdom, Germany, and France and has built regional col-
laborative engagements with the Nordic and Baltic countries, including a cyber 
partnership statement with Estonia. We have emerging engagements, including 
increased outreach from our embassies, with Spain, Portugal, and Italy, among oth-
ers, as they have increasingly joined in global cyber policy discussions. Our bilateral 
engagements with some countries, primarily Germany, have been punctuated by 
continued reactions to unauthorized disclosures and allegations of NSA electronic 
surveillance activities. We continue to work closely with the administration and our 
colleagues within the Department to address the concerns we hear from our foreign 
partners. 

While Eastern Europe has traditionally been the source—or conduit—for signifi-
cant online criminal activity, there are numerous efforts underway at our embassies, 
and through other channels, to help build constructive engagement with a number 
of countries. This includes utilizing resources such as the International Visitor 
Leadership Program on one hand, and law enforcement capacity-building and liai-
son programs on the other. As a result, we are starting to see some positive changes 
in national attitudes, most notably in Ukraine. 

Russia is obviously an important cyber actor on the international stage, where it 
continues to assert its repressive agenda on a wide range of cyber issues. We are 
closely watching and working to counter their efforts to impose greater state control 
over the Internet and undermine security and human rights online. Given Russia’s 
ongoing violation of Ukraine’s sovereignty and territorial integrity, the United 
States has suspended our bilateral cyber dialogue with Russia. Nevertheless, we 
continue to interact with Russia on multilateral efforts in the United Nations and 
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the Organization for Security and Cooperation in Europe (OSCE) to build greater 
stability and reduce the risk of conflict among states in cyberspace, through the 
development of norms of responsible state behavior and cyber confidence-building 
measures. As long as Russia advocates an antidemocratic world view on cyber policy 
issues, we must work with our international partners to counter its destabilizing 
policies and activities. 

The Middle East is a complex place, and we can see cyber issues becoming an 
increasingly important feature of the already multifaceted security and human 
rights challenges facing the region. There are real dangers of malicious cyber activ-
ity becoming enmeshed within—and potentially escalating—existing regional rival-
ries, and we have seen groups like ISIL harness the Internet as a tool for terrorist 
purposes. To guard against these threats, we are committed to working with our 
international partners in the region, including Israel and the Gulf States, to build 
a shared understanding of the threat, develop effective strategies and policy, and 
shore up vulnerabilities, especially in critical infrastructure. Through all of our 
efforts, we will help protect key U.S. interests and promote regional stability. Of 
course, promoting cybersecurity cannot come at the expense of the open Internet, 
which provides a tremendous set of opportunities for economic growth in a region 
that will be key to long-term development and stability. 

South and Central Asia is a region where, despite challenges in some countries, 
we see new opportunities for engagement and growth. India is pursuing an exciting 
‘‘Digital India’’ agenda and is making progress on developing its cybersecurity capa-
bilities. Its dynamic civil society, private industry, and technology sectors are 
increasingly playing leadership roles in cyber policy issues, such as Internet govern-
ance. With our shared democratic values, robust economic relationship, and people- 
to-people ties, the United States is primed for close strategic cooperation with India 
on the full range of cyber issues, and we are eager to strengthen our engagement. 
When Prime Minister Modi visited the United States in September 2014, we agreed 
to develop closer cybersecurity cooperation and to reinitiate our whole-of-govern-
ment Cyber Consultations, which we look forward to pursuing this summer. We are 
also seeing leadership on cyber issues elsewhere in the region—for instance, Sri 
Lanka is taking important steps toward becoming the first state in the region to 
join the Budapest Convention, which will enable it to be a strong partner in com-
bating global cyber crime. Other states are still figuring out how to grapple with 
cybersecurity and cyber crime challenges, but they are increasingly aware of the 
economic opportunities an open and interoperable Internet brings and increasingly 
paying attention. 

Closer to home, within the Western Hemisphere we are presented with numerous 
opportunities to build stronger partnerships on the range of cyber issues, working 
bilaterally, within regional bodies like the Organization of American States (OAS), 
with civil society and with the private sector. The United States has had long-stand-
ing relationships with important actors in this region, including Canada with which 
we have a shared perspective on cyber policy. Brazil is another important actor on 
cyber policy, and I colead a bilateral whole-of-government working group with the 
Brazilians on Internet and ICT policy. As more people within the region gain reli-
able access to the Internet, more governments are recognizing the need to develop 
a coordinated strategic approach to cyber policy. With support from the United 
States and other partners in the region, the OAS has successfully trained law 
enforcement, judicial experts, and policymakers on the importance of increasing 
cybersecurity and combating cyber crime. We believe that the OAS work, along with 
our long-standing efforts to engage bilaterally in the hemisphere, have contributed 
to the fact that nine Latin American countries are now in various stages of joining 
the Budapest Convention. Countries like Jamaica, Colombia, Costa Rica, and Chile 
are making a concerted effort to consult across ministries and to include experts 
from a variety of local sectors as they develop new legislation, update digital agen-
das, and craft cybersecurity strategies. Countries like Argentina and Uruguay are 
honing the skills of their workforce and working to expand their community of cyber 
experts from urban centers to rural areas. Taken as a whole, our friends in the 
region are working toward a truly cyber-savvy citizenry, and we are supporting that 
growth by strengthening existing partnerships and seeking new opportunities for 
engagement. 

The final region on our tour, but certainly not last in our list of priorities, is 
Africa, a region with relatively low but fast-growing Internet penetration and a 
strong incentive to build an open, secure, and interoperable Internet as an engine 
for economic growth. As the use of the Internet and mobile phones expands through-
out sub-Saharan Africa, nations are faced with a corresponding increase in the num-
ber of cyber threats. Vulnerable networks erode the development benefits of ICTs 
and pose economic and security challenges to individuals, nations, and the inter-
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national community. Yet this same technology is contributing to stronger democratic 
institutions, boosting broad-based economic growth through trade and investment, 
advancing peace and prosperity, and promoting opportunity and development. This 
is why African nations have been a significant focus of my office’s Foreign Assist-
ance programming. We are working with African leaders and citizens in an endur-
ing, multifaceted partnership on cyber issues—one that is not about overnight solu-
tions or one-off deals, but instead focuses on long-term collaborative efforts among 
all stakeholders. We are bringing key partners together bilaterally, while working 
multilaterally with the African Union Commission (AUC) and key Regional Eco-
nomic Communities to help our partners build and shape effective and sustainable 
cyber architecture that serves Africa on a regional and global scale. This includes 
continuing our tradition of training and engagement on cybersecurity best practices, 
building the requisite legal frameworks for states and individuals to combat the 
threat of cyber crime, working to maintain open and unfettered access for all Afri-
cans, and encouraging African voices and perspectives in the very relevant conversa-
tion we are having on how states should work together to prevent cyber conflict. 
These were the topics of utmost interest to African officials I met in June 2014 
when I joined colleagues from across the Southern African Development Community 
for a 4-day cyber policy training session—the fourth regional workshop in a series 
that we have presented across the continent—and they will continue to be the focus 
of our work on the continent in 2015. 

Lastly, our cyber world tour would not be complete without discussing the cyber 
policy debates that are currently taking place in multilateral venues. Here the pic-
ture is complicated by the fact that there is a multitude of fora that address the 
range of cyber issues. For our work in promoting international security and stability 
in cyberspace, we look to the United Nations and within regional security organiza-
tions like the OSCE and the ASEAN Regional Forum. Issues around cyber crime 
are dealt with in fora like the Council of Europe and the United Nations Office of 
Drugs and Crime (UNODC). However, cyber issues do not only arise in traditional 
international fora. Dynamic and decentralized multistakeholder venues that include 
representation from the private sector and civil society as well as states play a key 
role in Internet governance, and we work with this range of stakeholders to promote 
our vision for the Internet. 

It is within multilateral venues that we most frequently encounter the types of 
policy threats that I noted earlier. Countries like Russia and China use these 
venues to press for greater government control over the Internet, for example, by 
advocating that the International Telecommunication Union take a greater role in 
Internet governance and pushing for a United Nations cyber treaty. To date, the 
United States has worked very effectively with likeminded countries to stave off the 
challenges in these venues. At the same time, there have been a number of suc-
cesses in multilateral fora, particularly on security issues, as discussed below. 

CYBER POLICY PRIORITIES 

This is the world that we face. I am optimistic about our ability to respond to the 
threats, build cyber stability and resilience, and ultimately continue to capitalize on 
the rich economic and expressive opportunities that the Internet offers us. But there 
is much work to be done. I want to spend some time now talking about what the 
State Department is doing to support whole-of-government efforts to engage the 
world that we have just toured on cyber policy issues. 
1. Security and Cyber Crime 

With respect to security issues, our long-term vision is to strive for a state of 
‘‘international cyber stability’’: a more peaceful environment where all states are 
able to enjoy the benefits of cyberspace; where there are benefits to state-to-state 
cooperation and avoiding conflict; and where there is little incentive for states to 
attack one another. We are pursuing efforts along two lines to achieve this longer 
term goal. 

First, we are working to develop a shared understanding about norms of respon-
sible state behavior in cyberspace, which will help enhance stability, ground foreign 
and defense policies, guide international partnerships, and help prevent the mis-
understandings that can lead to conflict. In recent years, we have had tangible suc-
cesses in developing these norms. The 2013 U.N. Group of Governmental Experts 
on Developments in the Field of Information and Telecommunications in the Con-
text of International Security (GGE)—a group of 15 countries that included the 
United States as well as countries like Russia and China—reached a landmark con-
sensus that international law applies to state conduct in cyberspace. In the current 
round of the GGE, we are working to build on this important consensus with an 
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even broader group and look more closely at how international law applies to state 
conduct in cyberspace. 

As part of these efforts, the United States has also been considering what vol-
untary measures of self-restraint states should implement, since cyber tools can be 
used across the spectrum of conflict, most notably below the threshold of the use 
of force. Accordingly we have sought to identify some voluntary norms of responsible 
state behavior during peacetime that would be universally appropriate and that will 
keep all of us safer if states adopt them. They include: 

• A State should not conduct or knowingly support online activity that inten-
tionally damages critical infrastructure or otherwise impairs the use of critical 
infrastructure to provide services to the public. 

• A State should not conduct or knowingly support activity intended to prevent 
national CSIRTs from responding to cyber incidents. A State should also not use 
CSIRTs to enable online activity that is intended to do harm. 

• A State should cooperate, in a manner consistent with its domestic law and 
international obligations, with requests for assistance from other States in 
investigating cyber crimes, collecting electronic evidence, and mitigating mali-
cious cyber activity emanating from its territory. States must take robust and 
co-operative action to investigate criminal activity by nonState actors. 

• A State should not conduct or knowingly support cyber-enabled theft of intellec-
tual property, including trade secrets or other confidential business information, 
with the intent of providing competitive advantages to its companies or commer-
cial sectors. 

These voluntary measures are beginning to gain traction internationally. During 
the current round of the GGE, we proposed the inclusion of several of these norms 
in the group’s draft report and many states have spoken positively about their inclu-
sion. In addition, on the occasion of Prime Minister Abe’s recent visit to Washington, 
Japan, and the United States released a leaders-level statement that affirmed that 
states should uphold additional, voluntary norms of state behavior in cyberspace 
during peacetime, noting that wide affirmation among states would contribute to 
international stability in cyberspace. Australia’s Foreign Minister also affirmed 
some of these concepts in recent remarks. 

Second, in addition to promoting norms, our international security work has also 
focused on the establishment of practical cyber risk-reduction and confidence-build-
ing measures (CBMs), which are intended to reduce the risk of escalation due to 
misunderstanding or miscalculation regarding a cyber incident of national security 
concern emanating from U.S. or another country’s territory. The first ever bilateral 
cyber CBMs were announced by President Obama and President Putin in June 
2013. And in December 2013, at the ministerial of the OSCE, we achieved an agree-
ment among the 57 participating states for the first ever cyber CBMs for a multi-
national security organization. We are now working to implement the current 
CBMs, and we are also pursuing the development of cyber CBMs in other regional 
organizations, such as the ASEAN Regional Forum. 

Alongside these efforts, and with a shorter term focus, we are working to 
strengthen the ability of the U.S. Government as well as our foreign partners to 
respond to cyber events as they occur. We strongly favor increased direct inter-
national cooperation among Computer Security Incident Response Teams (CSIRTs) 
and law enforcement entities to respond to and investigate cyber incidents, and we 
use our diplomatic engagements to support the building of those ties. Among our 
foreign partners, we encourage the development of whole-of-government national 
strategies as well as cooperation with the private sector on cybersecurity matters. 

When incidents occur, we stand ready to support the whole-of-government 
response. State, as the lead foreign policy agency, plays a key role in interagency 
deliberations on major cyber events, and it engages diplomatic channels where 
needed. For example, during the 2012–2013 distributed denial of service attacks 
against financial institutions, State used diplomatic channels as a supplement to 
incident response efforts through more technical channels, ensuring that policy-
makers in foreign governments were aware of U.S. requests for assistance. More 
recently, in response to the cyber attack on Sony Pictures Entertainment, we were 
pleased to see a number of foreign partners come to our support in condemning 
North Korea’s actions. We have also used diplomatic channels to raise concerns 
regarding the cyber-enabled theft of trade secrets for commercial gain. 

Beyond these efforts, State has supported the administration’s ongoing efforts to 
fully develop its toolkit for deterring and responding to cyber threats. For example, 
we participated in the development and release of the recently announced Executive 
Order 13694, which allows for the targeted imposition of financial sanctions against 
persons engaging in certain significant malicious cyber-enabled activities that are 
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reasonably likely to result in, or have materially contributed to, a significant threat 
to the national security, foreign policy, or economic health or financial stability of 
the United States. 

State also works closely with Department of Justice colleagues to strengthen 
international cooperation to combat transnational cyber crime and other forms of 
high-tech crime. The continued expansion of the Budapest Cybercrime Convention— 
which has 45 parties representing the Americas, Europe, Asia, the Pacific, and 
Africa, and more than a dozen additional countries in the final stages of joining— 
demonstrates the growing realization by governments around the world that cyber 
crime must be tackled head on, using a consistent and proven legal framework, in 
order to eliminate criminal safe-havens. Another key tool in our arsenal to counter 
high-tech crime is the G7 24/7 Network which allows the national police in 70 coun-
tries to request rapid assistance in significant investigations involving digital evi-
dence. The State Department is committed to working with like-minded partners 
around the globe to build both the will and capacity to effectively counter cyber 
crime, and we will continue to devote significant resources to that goal. 
2. Internet Governance and Internet Freedom 

We have also seen some recent successes in the areas of Internet governance and 
promoting human rights online, and we continue to take those efforts forward. In 
2014, our work to maintain the current multistakeholder system was bolstered by 
the U.S. Government announcement of the intent to transfer key Internet domain 
name functions to the global multistakeholder community; the strong, multistake-
holder, consensus-based outcome of the NETmundial conference in Brazil; and the 
successful completion of the ITU Plenipotentiary Conference in Busan, South Korea, 
where, with the leadership of my colleague, Ambassador Daniel Sepulveda, we 
achieved a consensus that avoided expanding or establishing any new mandates for 
the ITU related to Internet governance or cybersecurity. 

This year, we are looking forward to the 10th annual Internet Governance Forum, 
which will take place in Brazil. The IGF continues to provide a venue for global, 
multistakeholder dialogue on Internet policy issues that alleviates the need for a 
more centralized, intergovernmental approach to decisions about how the Internet 
works and the policies surrounding it. A decision about whether to extend the IGF’s 
mandate will be taken later this year by the U.N. General Assembly as part of their 
10-Year Review of the World Summit on the Information Society—the so called 
WSIS+10 review. The focus of this year’s review will be on the growth of the Infor-
mation Society, essentially ICTs for development, over the last 10 years. We believe 
there has been tremendous progress, as shown by the exceptional growth of the 
Internet around the world. Nonetheless, going forward, we will focus our attention 
and collective efforts on practical measures to close the remaining gaps in access 
and capacity. 

The United States can also count successes in our efforts to promote Internet free-
dom and human rights online, thanks in large part to the efforts of State’s Bureau 
of Democracy, Human Rights, and Labor (DRL). At the core of our policy approach 
is the maxim that the same human rights that people have offline also apply 
online—a view that was adopted by the U.N. Human Rights Council in a 2012 reso-
lution and reaffirmed again in 2014—and this position is mainstreamed across all 
of State’s work, including our efforts to promote cybersecurity and fight cyber crime. 
Together with my colleague Tom Malinowski, Assistant Secretary of State for DRL, 
I have just returned from this year’s meeting in Ulaanbaatar, Mongolia, of the Free-
dom Online Coalition, a group of now 26 governments committed to taking concrete 
action in support of Internet freedom. Programmatically, DRL works with USAID, 
our Near East Asia bureau and others, to support advocates who promote freedom 
online, as well as the development of technologies that assist in those efforts. 
3. Bilateral Engagements 

State’s cyber diplomacy also focuses specifically on our bilateral relationships with 
a number of key countries. Bilateral engagements, or engagements with smaller 
groupings of countries, provide a valuable opportunity to share views with partners, 
identify areas of agreement, address differences of opinion, and develop areas for co-
operation. 

State has pioneered a whole-of-government model for conducting bilateral engage-
ments on cyber policy issues, which brings together cyber policy experts from across 
our government (for example, from DOD, Justice, DHS, and Commerce) to engage 
simultaneously with foreign government counterparts. We find that this approach 
helps avoid uncoordinated discussions between individual agencies on certain topics 
and at times has the added benefit of encouraging interagency cooperation among 
our partners. 
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We are currently conducting formal whole-of-government cyber dialogues with 
Germany, the Republic of Korea, Japan, the European Union, and the eight Nordic- 
Baltic States, and we are in the process of reinvigorating dialogues with Brazil and 
India. As mentioned earlier, we also have official dialogues with China and Russia, 
both of which are presently suspended. We also regularly engage with Australia, 
Canada, New Zealand, and the United Kingdom in both formal and informal set-
tings, consistent with our close relationship across the spectrum of security issues. 
In addition, the State Department conducts less formal cyber bilateral engagements 
with a number of countries and multilateral organizations. Finally, it should be 
noted that there are a number of other State policy dialogues that complement our 
efforts, such as the ICT policy dialogues that Ambassador Sepulveda’s office in the 
Bureau of Economic and Business Affairs leads with key economic partners as well 
as the human rights dialogues led by DRL. 

4. Capacity Building 
The State Department and USAID are actively working to build the capacity of 

foreign governments across a range of interconnected cyber policy issues—with a 
principal focus on expanding Internet access through innovation, improving domes-
tic cybersecurity through the development of CSIRTs and national strategies, 
improving the ability to fight cyber crime and other forms of high-tech crime, and 
ensuring the ability to cooperate with global partners to address shared threats. 
Recently, the United States became a founding member of the Global Forum for 
Cyber Expertise, which was launched on April 16, 2015, during the Dutch-hosted 
Global Conference on Cyberspace in The Hague, reaffirming our commitment to 
cyber capacity-building. 

In particular, recognizing that our ability to fight transnational cyber crime and 
respond to foreign cyber threats is greatly impacted by the strength of our inter-
national partners, State, including our Bureau for International Narcotics and Law 
Enforcement Affairs, is working with colleagues at the Departments of Justice and 
Homeland Security to build the capacity of foreign governments to secure their own 
networks as well as investigate and prosecute cyber criminals within their borders. 
Working with multilateral organizations like the AUC, the UNODC (via its Global 
Cybercrime Capacity Building Program), the Council of Europe, the European 
Union, the G7, and the OAS, we promote cyber crime policies in line with the Buda-
pest Convention and share cybersecurity best practices, such as writing national 
cyber strategies, forming cybersecurity incident response teams, and promoting pub-
lic awareness campaigns on good cybersecurity practice. Most recently, at the end 
of fiscal year 2014, my office obligated over $1 million of our limited foreign assist-
ance funds to Carnegie Mellon University’s Software Engineering Institute, a feder-
ally funded research and development center, to begin a project in sub-Saharan 
Africa on cybersecurity incident response and incident management capabilities and 
coordination. We are hopeful that this and related efforts can expand and serve as 
a model for future capacity-building assistance programs. 

We believe that cyber crime and cybersecurity capacity-building overall must be 
a priority for the U.S. Government going forward. If they are not adequately 
addressed by the United States and key partners, then we run the risk that as the 
Internet continues to expand in the developing world, it will do so without necessary 
cybersecurity safeguards, creating global risks and undermining the conditions nec-
essary to realize the economic and social benefits offered by expanded broadband 
access. 
5. Mainstreaming Cyber Policy at State 

Last, we are working to mainstream cyber policy issues across State and USAID, 
so that we can more effectively leverage both personnel and budget resources as 
tools for implementing our cyber policies. Nearly every bureau within the Depart-
ment—whether regional or functional—now plays some role in cyber policymaking. 
To prioritize our engagements and resources, we have worked with our regional 
bureaus to develop cyber-specific regional strategies focusing on key partners in 
each part of the world. To better leverage our embassies in implementing these 
regional strategies, we have brought 163 State Foreign Service officers and USAID 
employees from 121 missions together with U.S. Government experts through an in-
novative new training program created by my office to train diplomatic officers and 
support them in their own local cyber engagements. To identify resources and needs, 
we worked to incorporate cyber priorities into Department budget planning efforts. 
While this line of work does not involve actual engagement with foreign partners, 
it is an important part of building our government’s capabilities to advance cyber 
policy issues going forward. 
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CONCLUSION 

Thank you for the opportunity to provide State’s perspective on global cyber issues 
and on our international cyber priorities. We look forward to working with the sub-
committee toward protecting our security here at home and ensuring that all of us 
can continue to benefit from an open, interoperable, secure, and reliable global 
Internet. 

Senator GARDNER. And thank you for your comments. 
And I think we have plenty of time to go back and forth in the 

question period. So, I will go ahead and start with my questions, 
Mr. Painter. And I thank you, again. 

So, I just want to walk through a hypothetical scenario for what 
your actions would be, and the U.S. diplomatic response to a hypo-
thetical—again, hypothetical—cyber attack. Let us say your office 
receives notification that our Nation’s sensitive cyber networks 
have been penetrated, and you determine that the attack origi-
nated from the great political-science-founded nation of Ruritania. 
We also know that this nation has been hostile to U.S. interests in 
the past, and its leadership has prioritized advancing its cyber 
capabilities to counter U.S. interests. Basically, walk us through. I 
mean, what are your steps? How does the escalation work, if there 
is any, across State Department? How do you work with other U.S. 
Government agencies? And then, what would be your diplomatic 
response put in place? 

Mr. PAINTER. Thank you, Senator. 
Let me first start in the larger frame. We are a key part of the 

interagency process to respond to cyber attacks and cyber intru-
sions. We work with our interagency to support both the whole-of- 
government responses, what the law enforcement and technical 
community would do, and also what the White House and other 
parts of our government would do, including our Department of 
Defense. And we build those bridges over time. I would say that 
one thing I have seen that is a marked difference over the last 5 
or 6 years is the amount of coordination among Federal agencies 
is far better than it has ever been before. 

On this particular hypothetical, there would be a couple of things 
that we would do. First, we would be part of something called the 
Cyber Response Group, which is a group led by the White House, 
but it has all the key agencies in it. And we would be discussing 
this, likely, what the actual facts were, with the technical agencies 
and the other agencies, to find out what the ground truth is and 
also to determine how the State Department could contribute its 
core expertise, which is its diplomatic expertise or also, sometimes, 
its expertise with partnerships around the world. 

Now, stepping back, this really—you know, we have done a lot 
of prep work before you even get to this point. One thing we would 
do, and one thing we have done over the last 4 years, is build part-
nerships with a number of countries around the world. So, it used 
to be, when my office was started, we were the first office in the 
Foreign Ministry that did this. Now there are over 20 offices 
around the world, so I have policy counterparts that I can very 
quickly get in touch with if we have a cyber incident like this. 

But, we supplement that with our other work with our other 
agencies. And we are also part of what is called the National 
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Cyberincident Response Plan that is led by DHS but also looks at 
these issues. 

So, if this came up, we would—there are a number of things we 
could do. We would participate in these interagency discussions. 
We would look at all the tools that we had as an interagency—law 
enforcement tools, technical tools, tools like sanctions, for instance. 
We would have a range of tools, and we are trying to develop new 
ones. And then we would see how our diplomatic tools could play 
into that. 

So, to give you a couple of quick examples, based on the real 
world, that I think are helpful, when we had—and I mentioned this 
in my testimony—we had the denial-of-service attack back in 2012– 
2013. These were botnets. These were compromised computers all 
over the world. And so, they were in countries all over the world, 
and they can shift from day to day. Our technical people were 
reaching out to all those countries, trying to mitigate that threat. 
What we did, as the State Department, is, we reached out to— 
using demarches, diplomatic demarches—to governments, over 20, 
around the world, which raised the level of concern. It was not just 
the normal technical request that the Federal Government often 
makes. We said, ‘‘This is really important to us, and we are trying 
to build this collection—this collective action against shared 
threats.’’ And we got a lot of assistance from governments, because 
they understood it was not just a technical issue, it was more of 
a policy issue, and it was elevated in their governments. 

Another good example is during the North Korea Sony attack 
that was mentioned by Senator Cardin. Again, there was a number 
of responses to that, and we participated in looking at those 
responses. But, part of what we did is, when it was clear what the 
attribution was, and that the President was going to make this 
attribution, I reached out to counterparts in a number of countries 
around the world. And a number of those countries condemned the 
action. And that also shows that that kind of activity is unaccept-
able—it is a norm that is unacceptable. So, there are a number of 
things we can do, both using our direct outreach with counterparts 
and sometimes we will have relationships with governments that 
other agencies do not have. Many countries now have CERTs, or 
C–CERTs. Some countries do not, so maybe we can draw those con-
nections. But, we do it as part of a team. 

Senator GARDNER. Thank you. And you talk about the demarches 
and you talk about some of the other actions taken against some 
of the actors responsible for a cyber attack—suspected cyber, I 
guess, threat or vandalism, however it is classified. When we are 
talking about our Foreign Service officers, we are talking about our 
Ambassadors and work that we are doing around the globe. If you 
look at the U.S. Army, for instance, they realized that they had cer-
tain threats that they needed to recognize at a higher responsi-
bility. The veterinarian—the Veterinary Corps—Veterinarian Corps 
of the U.S. Army went from being a colonel that they elevated to 
the rank of general because they believed it was something they 
needed to pay more attention as the threat of anthrax and other 
attacks were exposed here in the United States. Do we need to 
raise the level of concern, raise the level of responsibility, raise the 
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level of priority through our Foreign Service officers in a similar 
manner? 

Mr. PAINTER. So, I actually think we have anticipated that. One 
of the things when my office was founded—and I think it showed 
a lot of vision, in saying this really is a priority issue. And having 
an office like this in the Secretary’s office, reporting to the Sec-
retary, indicated that. But, what we then set about doing is making 
sure that we had cyber-trained officers in all of our relevant posts 
around the world. We also worked with each—and this is part of 
the mainstreaming of this issue at the State Department. So, this 
is a new issue. It is a technical issue, as both of you know. Many 
people view as a technical issue. I view it as much more than a 
technical issue, and people now understand that. 

But, one of the key things we have done is say, How can we 
mainstream this issue so it is not just important to us, but impor-
tant across the State Department and, indeed, across the Govern-
ment? So, we have done that by having each of our regional 
bureaus do specific regional cyber strategies across all these buck-
ets I talked about earlier, including the security buckets. We have 
then taken those regional strategies and we have done training for 
these post officers in the field, where—we have just completed the 
last one of these—where we brought, regionally, all the officers in, 
we had private-sector people, we had other interagency people from 
DHS and DOJ and DOD come in, and we really tried to bring them 
up to speed. So, we are, indeed, trying to raise this and create this 
cadre, as you mentioned—cadre of cyber-trained officers who can be 
the pointy end of the spear so they can go and actually do the dip-
lomatic efforts in the field and work with my office. 

Senator GARDNER. We have developed, 4 years ago, the Inter-
national Strategy for Cyberspace. It is now 4 years old. And I guess 
some people are starting to talk about doing some kind of a review, 
update. Do you believe that that is necessary? And is that some-
thing that you can commit to the committee that we would be able 
to pursue? 

Mr. PAINTER. So, I actually—if you look at the international 
strategy—and I was deeply involved in it, as you know—that was 
really a high-level vision document. It really laid out what the 
U.S.’s goals were in this area on a very high level. We have been 
spending the last number of years—not just my office, but across 
the government—implementing that strategy. Indeed, my written 
testimony, I think, goes into quite a bit of detail about how we 
have been doing that over time. 

Even looking at that, I would say I do not think that strategy 
needs to be rewritten or updated. I think we have a strategy. We 
do not want to spend our time rewriting strategies. We want to 
make sure we are actually executing on those strategies. And, just 
looking at the various buckets in that strategy, if you look at every-
thing in that last chapter about our goals, we have been making 
some significant progress: protecting our networks—for instance, 
the State Department has been working on making sure the inter-
national law is applicable in cyberspace; working on confidence- 
building measures; working on norms. In law enforcement, we have 
14 additional countries that have now joined the Budapest Conven-
tion. And that is significant. In Internet governance, we had a very 
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successful meeting in Brazil, the NETmundial meeting, which 
reaffirmed the idea of multistakeholder governance, and we fended 
off attempts to really impose U.N. control in that area. In inter-
national development, we have done—my office has done quite a 
bit of capacity-building work in Africa and other regions to try to 
bring countries up to speed, because the weakest link hurts us as 
well as them. And then, in Internet freedom, we have launched the 
Coalition for Freedom Online, which recently had a meeting, which 
has 26 governments now. We have made significant progress in 
funding some of those efforts. 

So, across the board, if you look at those categories, there has 
been a lot of work by us, but also a lot of work by interagency part-
ners. I would certainly be happy to spend more time and come back 
and talk to you about what specific areas of progress we made, but 
I do not think we need to write a new strategy at this point. 

Senator GARDNER. Thank you. 
Senator Cardin. 
Senator CARDIN. Well, I am not going to get theoretical. And I 

know this is very, very tough. I am not trying to simplify these 
problems. They are hard to define, and it is hard to find consistent 
applications. 

But, there is no question that our allies, and the United States, 
have been attacked by other countries through cyber, and that 
their efforts have been to compromise our economy and our infra-
structure. So, my first question is—and, of course, the United 
States has the greatest capacity to deal with cyber attacks, of any 
country in the world. I believe the work that we do is second to 
none, and our technology is second to none. So, would it be appro-
priate if a NATO ally, who has been attacked, would call upon arti-
cle 4 for consultation, or article 5 for help—would that be appro-
priate, since we are talking about a cyber attack against a NATO 
ally? 

Mr. PAINTER. Well, I should say a couple of things about that. 
First, I think it is significant that NATO, not too long ago, dur-

ing the Lisbon summit, determined that cyber was part of its core 
mission. And that is really important. I think that it shows an 
understanding of the threat. They also determined—and this 
makes a lot of sense—that NATO needs to spend time making sure 
its own networks are secure. And they have spent a lot of time 
doing that recently. But, significantly, in the last summit that just 
occurred in Wales, there were two things in the communique that 
I think go to your point. One talked about the applicability of inter-
national law in cyberspace. And so, it was not just this group that 
was in the group of government experts in the U.N., but also all 
the NATO members affirming that. And they also said that article 
5 could apply in a cyber environment, but it would apply on a case- 
by-case basis. You know, how it would apply, when it would apply, 
we would look at it case by case. 

And certainly article 4, when you are doing consultations, you 
know, that, I think, will and has happened. We had the Estonia 
attacks, back in 2007, for instance, which is, I think, in many ways, 
a wake-up call for people, because people had not thought about 
that before. And Estonia is one of the connected—most connected 
countries in the world, and one of our close partners, as well. 
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So, I think NATO clearly has a role, and it is a developing role, 
in how we respond to this, but we also want to make sure that that 
is integrated with a lot of our civilian efforts, especially with our 
European and other allies who are building better cybersecurity 
strategies and capabilities. 

Senator CARDIN. So, how far are we away, timewise, from having 
a policy in NATO that we will feel comfortable with in regards to 
how cyber fits into the traditional defense posture of NATO? 

I ask that because technology is changing every day, so, by the 
time we get an agreement, we will be up to the next level of tech-
nology, and we will have to start all over again. 

Mr. PAINTER. Well, and one of the things I have found in my 
career is that, yes, technology moves very, very quickly. But, there 
are also some core concepts. For instance, when I was at the Jus-
tice Department and we were updating cyber crime laws, you try 
to write those laws so they are technology-neutral. You have seen 
new developments of technology, but the core concepts of how you 
apply it would be the same. 

For NATO, the same, I think, applies. Cyber is a new area for 
NATO. Cyber had—they spent a lot of time making sure they had 
the right policies to secure their systems. They have. People in 
NATO, who are very dedicated to this and very good, who I have 
met with on a number of occasions, and—you know, and they have 
done a lot of thinking about, for instance, how these things will 
apply. 

The fact that article 5 would apply on a case-by-case basis is not 
really surprising, because article 5 has only really been invoked 
once, as you know. And so, how you apply it and when you apply 
it, you know, that has to be a factual basis. 

I would also say that that goes really beyond NATO. And one of 
the things that we see is—even in an existing defense agreements, 
for instance—cyber is a new attack. It does not specify, in those 
defense agreements, whether or not—— 

Senator CARDIN. So, I want—— 
Mr. PAINTER [continuing]. It is some sort of—— 
Senator CARDIN [continuing]. I want to stop you for a moment, 

because, in your testimony, you come up with a good recommenda-
tion that there be voluntary norms of responsible—— 

Mr. PAINTER. Right. 
Senator CARDIN [continuing]. State behavior during peacetime 

that would be universally—— 
Mr. PAINTER. Yes. 
Senator CARDIN [continuing]. Appropriate, and that we will keep 

us all safer if the states adopt it. And then you go on to say that 
the states should not conduct or knowingly support, online activity 
that intentionally damages critical infrastructure, et cetera. 

All right. Now, let us try and see whether that works. 
Mr. PAINTER. Right. 
Senator CARDIN. Because there have been efforts to prevent 

countries from violating international agreements. There have 
been reports that there has been Internet use to do that. The 
United States may say, ‘‘Well, that does not fit under that defini-
tion.’’ Then we talk to a country like Russia or China, and say, 
‘‘Wait, why does it not fit into that definition?’’ How do you get an 
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agreement as to when it is appropriate and when it is not appro-
priate to use the Internet to defend your country? 

Mr. PAINTER. So, this is obviously a long-term effort. We are still 
in the beginning of a lot of these discussions. But, with respect to 
the peacetime norms that you mentioned, norms like—— 

Senator CARDIN. We are at peace with Russia, we are at peace 
with China. 

Mr. PAINTER. Right. So, these are norms that the United States 
is promoting. And, quite frankly, they are norms that have already 
received some endorsement in the international community. These 
are things that we have proposed in this GGE session in New York. 
The Australians recently were at the Australian Foreign Minister 
talked about some of these norms for—using her own language. We 
have had the Estonians and others beginning to adopt them. 

The way norms get adopted over time is, it takes time to build 
a consensus of more and more like-minded—— 

Senator CARDIN. So, you are not—— 
Mr. PAINTER [continuing]. Countries—— 
Senator CARDIN. Can you answer my question about whether the 

United States is prepared to enter into a definitive standard that 
could jeopardize our security needs in using the Internet to defend 
America? 

Mr. PAINTER. No, not at all. I mean, I think these norms were 
very carefully and importantly drafted—— 

Senator CARDIN. And how do you justify a Russian interpretation 
or a Chinese interpretation that, under national security, they are 
doing things that clearly violate our understanding of international 
law? 

Mr. PAINTER. Well, and that is exactly it. I mean, that is why we 
are trying to build this consensus about what these international 
norms are. Below the threshold of armed conflict, which is a very 
high threshold where international law applies, and we are trying 
to determine exactly how it applies in this space. These are norms 
that are, I think, more applicable, because this is the kind of thing 
we see every day. They are not universally accepted yet. These are 
new norms that we are putting out there and we are trying to get 
a consensus of countries around. This is very similar to other 
areas. And one of the examples I have used in the past is the Pro-
liferation Security Initiative, as a model. 

Senator CARDIN. I was going to give that example—— 
Mr. PAINTER. Well—— 
Senator CARDIN. Is it all right for us—I mean, will—— 
Mr. PAINTER. Well, so—— 
Senator CARDIN. There will be disagreements as to whether we 

can use the Internet and cyber to enforce proliferation commit-
ments. 

Mr. PAINTER. Well, this is exactly—you know, this is the kind of 
process you undertake so that you build a greater consensus 
around these norms, which—you know, these norms are not writ-
ten just to protect the United States. These norms are written 
because they are universally applicable. They are attractive to 
all countries, including countries we may disagree with on a lot 
of substantive areas. Not attacking critical infrastructures that 
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provide services to the public when you are at peacetime is one 
that is pretty—it should be pretty acceptable to many countries. 

The second part of the question, I think, is then: How do you 
enforce them, assuming you get that agreement? And I think that 
is where I use as an example the Proliferation Security Initiative, 
where you have a group of like-minded countries, and if people are 
outside that group, you can use a number of ways to try to enforce 
those actions. And that is pretty far down the road, I admit. I 
would say our efforts—there is a number of parts of our effort. Part 
of it is the technical and the other ways that we are trying to meet 
these threats now. Part of it is to shape the international environ-
ment, which is what the norms are. And part of it is confidence- 
building measures, which are more short term, to build more trans-
parency and understanding, and even things like hotlines so we 
can try to head some of these off. 

But, none of these, on their own, is a complete solution. They 
have to be put together. 

Senator CARDIN. Thank you. 
Senator GARDNER. I think, if you do not mind, we will just go 

back, another round, if you do not mind, just—— 
Mr. PAINTER. Sure, go ahead. 
Senator GARDNER [continuing]. Just to follow up on the question 

of these norms that we are talking about, because I think it is dif-
ficult to say that we have certain redlines. I do not think you can 
say—are there any redlines that we have in cyber? That is what 
the norms are trying to get to. But, is there any—can we, right 
now, say that there is a redline in cyber that somebody could cross 
and we would have a response? 

Mr. PAINTER. Well, I mean, I think, just like in the physical 
realm, there are things that are—you do not create strict redlines 
for deterrence, for instance, because you do not want to say 
people—you do not want people creeping up to that redline and 
then not acting. 

I think, just like in the physical world, there is interpretation 
that you would do. On some of these issues, though, these are 
things that we would say should be condemned. So, if you are at 
peacetime, and you attack the critical infrastructure of another 
country that is being used to provide services to the public, we 
would say that that is something that should not be allowed, that 
the international community could work against—should sanction 
that and work against that. We would say that the theft of intellec-
tual property to benefit your commercial sector is something that 
we do not do, it should not be allowed. We would say that, you 
know, if you attack the CCERT of another country, the Computer 
Emergency Response Team, that is inherently destabilizing. That 
should not be allowed. So, we are trying to create that framework. 

When you get to the higher level of international law that 
applies to conflict, of course there are different rules there. There 
is the U.N. Charter, there is the Law of Armed Conflict. There has 
been a lot of work, and it is continuing. And how that actually 
applies, our Department, in concert with our DOD and other 
Departments throughout the government, have been putting some 
thoughts forward on how it would apply, but that is still an ongo-
ing process. 
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Senator GARDNER. And how much of these conversations are 
drawn to something around what is a use of force when it comes 
to a cyber threat or attack? 

Mr. PAINTER. That certainly is one of the things that is being dis-
cussed. But, you know, even in the physical world, you do not nec-
essarily define exactly what a use of force is. I mean, sometimes 
it will depend on the factual elements. And some of the things that 
we put forth in our submission, which I am happy to share with 
you, talk about some of the factors you may look at. 

Senator GARDNER. And then North Korea, I think, was taken off 
of the State Sponsor of Terror List in around 2008. What in the 
cyber world would elevate to the point that it is reconsidered 
for being put back on that list? Cyber vandalism, I think, was 
described—the President described the Sony attack. What would 
rise to the level of a relisting of a nation like North Korea? 

Mr. PAINTER. Well, I think it is important to note that the 
administration took some pretty strong action in the North Korea 
case. First of all, really, in an unprecedented way, the President 
came out and condemned the attack and named North Korea as 
the actor. And a number of other countries also condemned that 
attack. And that was very significant. 

Secondly, the President issued a sanctions order—a North Korea- 
specific sanctions order—that dealt with North Korea more 
broadly, not just for the cyber activity, but also for a range of de-
stabilizing activity they have been involved in. 

With respect to listing a terrorism, that is a very—you know, 
that is a specified issue, and there are certain criteria that are 
used as that is being considered. As I understand it, as a matter 
of law, to be designated, the Secretary of State has to determine 
that the government of that country has repeatedly provided sup-
port for acts of international terrorism, and they are made after 
very careful review, and there is a process for that. And, of course, 
we regularly review available intelligence on North Korea to deter-
mine whether the facts indicate that it should be designated as a 
state sponsor of terrorism. 

So, that said, I think we have to look at the larger context, not 
just in the cyber world, but more generally. 

Senator GARDNER. But, I mean, obviously, cyber is going to be 
more and more a part of those kinds of conversations. 

Mr. PAINTER. I think it will be. I shy away from using the term, 
frankly, ‘‘cyber terrorism,’’ because I do not know what that term 
means, often. There is terrorist use of the Internet to plan—— 

Senator GARDNER. Should we develop a meaning for it, though? 
Should we know what it is? 

Mr. PAINTER. No. I mean, I think we just use specificity when we 
are talking about these issues. I use ‘‘cyber attacks’’ or ‘‘cyber 
intrusions.’’ That is one. And they could be terrorist sponsored. We 
have not really seen a lot of cyber attacks by terrorists. We really 
have not seen that. We certainly have seen terrorists use the Inter-
net to plan, to promote, to raise money, all of those things. That 
is more terrorist use of the Internet. I think we just need to be 
careful in how we are using the terms, because people—you know, 
there are other states—Russia and China sometimes will use cyber 
terrorism to mean far different things than we mean, meaning, you 
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know, groups that disagree with the government. And that is not 
what a cyber terrorist is. 

Senator GARDNER. On April 1, 2015, the President did issue his 
Executive order establishing punitive tools to deal with cyber 
crime. It is good for a start. We have significant threats, though, 
from other actors out there, a precedent for—and we have well- 
known threats—setting precedent for imposing previous financial 
penalties against bad actors, like designations of the PLA hackers, 
lots of opportunities for us to impose such actions. Why did the 
President’s Executive order not couple actual designation of enti-
ties? And has the State Department and the Treasury Depart-
ment—do you have a belief that there are people who meet the cri-
teria for imposing such penalties? 

Mr. PAINTER. So, the point of the Executive order—and again, 
having been at this for a long time in different capacities—was to 
make sure we had a new tool, to make sure we had a new arrow 
in our quiver to deal with these various threats out there. Cer-
tainly, we have criminal law that is out there now. We have other 
capabilities. We have diplomatic tools. But, we recognized, espe-
cially when those tools were inadequate and we had a very signifi-
cant threat, we needed to have and develop this new tool. And it 
is important that actual deals within a range of different actions, 
significant actions—and the threshold is pretty high—cyber activ-
ity, including destructive attacks, including intrusions, including 
theft of intellectual property, and the receipt of stolen intellectual 
property. 

So, it was important to get that framework in place before we 
start thinking about what the designations are. Now, I would say 
that that order is not limited—I mean, it is targeted, so it is indi-
viduals or entities, but it is not limited to, you know, criminal 
groups or nation-states. It could be any group or individual within 
that category. And we are looking very carefully at what designa-
tions we will make under that order now that we have that tool 
in place. That is something that the State Department is involved 
in, Treasury is involved in, Justice is involved in; and, frankly, 
other agencies are, too. 

Senator GARDNER. Okay. And can you share with the committee 
right now any considerations that you are making for either enti-
ties or individual designations? 

Mr. PAINTER. I really cannot right now. This is an ongoing proc-
ess. It is something we take very seriously. We obviously developed 
this tool because it is a tool we thought was necessary, and we are 
looking at how to apply it. 

But, I would say, again, that it is one of the tools we have. We 
have other tools, too. And we have used some of those other tools, 
like the law enforcement tool that you mentioned. And we certainly 
used the diplomatic tool, for instance, when we called out North 
Korea and we have called out China for theft of intellectual 
property. 

Senator GARDNER. Senator Cardin. 
Senator CARDIN. Let me make a suggestion to you. On page 11 

of your written report and during your presentation, near the end, 
you mentioned the work that we are doing in regards to promoting 
Internet freedom and human rights online. And I appreciate that. 
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You also mentioned the fact that you and Tom Malinowski just 
returned from a Freedom Online Coalition meeting in Mongolia. 
And I very much appreciate that issue. 

But, on page 8, where you list international norms that we are 
striving for, you do not mention the human rights, freedom-of-infor-
mation dimension. If the United States does not mention it, it will 
not get mentioned. We are the leader on this. And, recognizing 
what is happening in China today on this ‘‘Great Cannon,’’ which 
really has me greatly concerned, where they are trying to conduct 
censorship through the use of cyber, it seems to me that the United 
States must be the leader on promoting Internet freedom and 
access to information. And I just would hope you would make that 
a more visible part of your presentation. 

Mr. PAINTER. Let me just say that that is a core part of our pol-
icy. Not only is it a core part of our policy, it is reflected in the 
international strategy. It is a very important part of the inter-
national strategy. As we look at all of these different security 
issues, we make sure we are looking at that, too. We should never 
use security as a proxy for controlling speech. And we are being 
very careful about that. And that is one of the reasons that my 
office and the office that Tom Malinowski heads really work hand 
in glove on these issues. 

I should say, the norms you mentioned back in that particular 
paragraph, those were norms that were political military norms for 
cyber stability. We are champions of Internet freedom, particularly 
on very important norms that dealt with—there was a Human 
Rights Commission—or committee resolution a couple of years ago 
that said that, at core, you have the same rights online as you do 
offline. That is something that we have advanced, that is some-
thing we have worked with our colleagues around the world for. 
Internet freedom really is—and I assure you—a core part of our 
policy that is reflected in, really, everything we do. So, this is not 
something that is a sideline for us. 

Senator CARDIN. I am going to take issue with you. You men-
tioned, on page 9, the work of the OSCE. And I appreciate that. 
The OSCE’s principles are that human rights and economic secu-
rity is all part of the security of a country, and very much part of 
a defense posture. I would argue that Internet freedom and human 
rights issues are very much a matter for the military to be con-
cerned about, because it does lead to violence, and it does lead to 
the use of our military. So, I would hope that it would be show-
cased in all of our portfolios on cybersecurity. 

Mr. PAINTER. And, Senator, I assure you it is. In the OSCE, as 
you know, there is a portion that deals with some of the political 
military issues. The Law of Armed Conflict and international 
humanitarian law deals with a lot of these issues when you get to 
conflict. And that is why it is important to say there are rules in 
cyberspace. It is not a lawless area. And this is something that 
really, in a very strong way, we have promoted everywhere. 

One of the things we have done is, we have worked with our 
colleagues at DRL to make sure that more countries are joining 
this Freedom Online Coalition. When I go out and talk to other 
countries, when I have my bilaterals with other countries, I con-
duct these all-of-government bilaterals. One of the people at the 
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table with me is from our human rights shop. One of the things 
that we advance is, ‘‘Please join this coalition, look at these dif-
ferent issues together. Do not think about security in a silo, so you 
are just doing security. Think about the issues that relate to free-
dom online and the free flow of information.’’ That is really core to 
what we do. 

Senator CARDIN. All I am suggesting is, make it more visible, 
because, if you do not do it, no other country will. This is—— 

Mr. PAINTER. We are—— 
Senator CARDIN [continuing]. The United States—— 
Mr. PAINTER. We are the champions and the leaders on this, and 

we will continue to be, yes. 
Senator CARDIN. I appreciate that. 
Now, let me ask you about your working with the private sector. 

My own experiences in trying to figure out how we can deal with 
legislation here—you know, on the Hill—it is very difficult, with 
the private sector. They are not that anxious to harmonize with 
government on how their information is protected. They are not 
interested in reporting to us violations that have occurred to them, 
because they are either somewhat embarrassed or worried that it 
could be used against them from a commercial point of view. So, 
do you have any suggestions on how we are going to be able to 
develop the type of working relationship with the private sector, 
which is critically important, to advance our common goals? 

Mr. PAINTER. Yes. So, I have had a long history with the private 
sector. First of all, the private sector, as you know, is not mono-
lithic, it is not ‘‘the private sector.’’ It is lots of different entities, 
just like government’s not monolithic. And one of the core things 
that we did when I was at the White House, when I was at Justice, 
and certainly at State, is that we worked very closely with the pri-
vate sector. We recognized that we do not see every opportunity or, 
frankly, every risk that is out there when we do these diplomatic 
outreach efforts, when we try to build these groups. So, in a num-
ber of different ways, we have consulted with the private sector, 
even with respect to the international strategy. This is something 
I briefed to them before we finalized it. And we include them in a 
lot of our different policies. 

We also included them, as I mentioned, when we did the training 
for all the officers around the world. We had private-sector people 
there and panels who talked to them about this part of the equa-
tion. And when we have done a lot of the training for other coun-
tries, especially in Africa, we have had a private-sector component. 
So, the private sector has been—and civil society, as well—have 
been a key component to this. 

I do think that there has been a lot of efforts—and I know there 
is a lot of legislation on the Hill now, including legislation that the 
administration has been pushing, in terms of more sharing of vul-
nerability information between the private sector and the govern-
ment—I think that is heading in the right direction. I think we 
want to make sure that we can get that and we can share it. Pri-
vate-sector information-sharing has been an issue for as long as I 
have been doing this, and I think I have seen a real uptick on that. 
I have seen some good collaborative efforts. For instance, the 
Department of Homeland Security has their floor, their response 

VerDate Mar 15 2010 15:03 Oct 15, 2015 Jkt 000000 PO 00000 Frm 00029 Fmt 6633 Sfmt 6602 S:\FULL COMMITTEE\HEARING FILES\114FIRST\2015 ISSUE TEXT HEARINGS\051415-TF
O

R
E

I-
43

94
7 

w
ith

 D
IS

T
IL

LE
R



26 

floor, and the private sector participates in that. When we did the 
National Cyber Incident Response Plan, the private sector helped 
build that from the beginning. 

So, I think there are real important partners in all of this. And, 
yes, there are different voices in the private sector, but I think we 
are moving in the right direction now to get the kind of informa-
tion-sharing we need. 

I do think that is critical. I think, without information-sharing, 
it is going to be very difficult for government to do its job, not just 
in the United States, but around the world. 

Senator CARDIN. Thank you. 
Thank you, Mr. Chairman. 
Senator GARDNER. Thank you, Mr. Painter. And I have got just 

a couple of more questions for you. I do not want to keep you here 
all day, because I know we have another panel and we have got 
votes coming up at noon, so I do not want to keep you here too 
long. 

Just a couple of questions on China. You know, I think, in a 
report in 2013, Admiral Blair, Ambassador Huntsman cited a num-
ber—I think it was pretty stunning—$300 billion a year, they 
believe, in terms of theft through cyber—cyber theft around the 
globe annually to the United States—$300 billion. And I think, 
under their estimates, 50 to 80 percent is—broad range, but still 
a very high number—actually, they believe could be directed or 
attributed to China as a result of that $300 billion. And so, how 
do you, as the State Department, then, following up on this conver-
sation with the private sector—how do you work with China to 
address these theft concerns? 

Mr. PAINTER. So, again, it is an all-of-government solution. We 
look at a lot of different—or problem—and we look at a lot of dif-
ferent tools. I think, you know, the United States has had serious 
concerns about Chinese state-sponsored cyber-enabled theft of 
trade secrets and commercial gain for some time. As part of our 
response to this threat, we have worked with industry to encourage 
the strengthening of their own defenses, so, essentially, hardening 
the targets and make sure they have the information and share the 
information they need to prevent these attacks and intrusions. 

We have also directly confronted the Chinese about this activity 
and the threats they pose to the bilateral relationship with the 
United States and U.S. economic competitiveness and, frankly, Chi-
na’s global reputation and their own economic competitiveness in 
the long term. This was done at the highest level. As you know, 
the President has called this out, and the National Security Advi-
sor—many senior Department officials. And we have raised this 
with them in things like the strategic security dialogue, in the 
S&ED, as part of our overall relationship, as something that is an 
important thing to consider. 

And we are also working with a number of like-minded govern-
ments, because we are not the only victims of these kinds of intru-
sions, and we want to make sure the governments understand the 
scope of this problem and are taking it seriously, as well. 

I would note that the recent meeting of Prime Minister Abe with 
the President when he was here—if you look at the statement, 
there is a pretty hefty part of that statement that deals with cyber, 
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including norms and how we are going to work together on norms, 
but also how we are going to share information to better protect 
against the theft of intellectual property. So, that is another thing 
we are doing. 

You mentioned the indictment—the five—you know, the indict-
ment of the five PLA officers. That is another tool we can use. And, 
of course, we are going to look at all the tools we have. But, this 
is something that we are going to continue to press. We need to 
continue to press this issue, because it is important to the United 
States and important to other economies around the world. At the 
same time, we have to also try to find ways to work with the Chi-
nese productively, because they are the other—you know, they are 
one of the biggest actors in cyberspace. And when we are talking 
about issues like fearing miscalculation or a misperception in esca-
lation in cyberspace, it is important for them and us to be—you 
know, for them to be responsible members of the world community. 
And that is why we are putting forth these norms and trying to 
advance these confidence-building measures. We had a cyber work-
ing group, which, you know, I think was unfortunate that it was 
suspended by the Chinese after the indictments. I led that group. 
It is important to have these conversations so we can express these 
concerns clearly, but, at the same time, deal with issues where we 
need to build collaboration, including exchange of technical infor-
mation from CERTs, in cybersecurity. 

You know, I think when—I want to pivot it for a second to the— 
one of the norms we have talked about, which is the norm against 
cyber-enabled intellectual property theft. That is going—that is 
part of the longer term effort, getting more and more countries to 
say that that is something that we support, that is something that 
really, if you are acting outside of that, you are outside of the world 
norm on that. So, that is part of these efforts, too. 

But, this is going to be something we are going to continue to 
press, quite frankly. 

Senator GARDNER. And just, quickly, what are your thoughts on 
the Russia-China cyber pact last week? 

Mr. PAINTER. Well, you know, I think there are a couple of inter-
esting things about that. We are looking at that, certainly, but I 
would say that it evidences some things that are not too surprising 
in terms of the way Russia and China look at cyberspace. They 
have a very absolutist view of sovereignty in cyberspace, that, 
essentially, you can draw a sovereign boundary around cyberspace, 
and it applies to everything that goes on within that boundary. 
And I think it is indicated in that agreement. And we hold a dif-
ferent view. We believe that sovereignty does apply in cyberspace, 
to an extent, but it does not transcend things—to go to Senator 
Cardin’s question—like the Universal Declaration of Human 
Rights. That is a norm. The Universal Declaration of Human 
Rights guarantees human rights and speech across borders, and it 
does not matter—you cannot draw a sovereign boundary around 
that. So, it indicates a very different view of them versus us. 

It also—they use the term ‘‘information security’’ vice ‘‘cyber-
security.’’ We talked about protecting networks. They are worried 
about the destabilizing nature of information. 
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So, I would say, you know, that is the way we analyze it. More 
broadly, this indicates why we need to be very active, diplomati-
cally, around the world, because certainly there are many countries 
that adopt the vision that we put in the international strategy, the 
vision of an open Internet with security, interoperability, all 
together. You do not have to trade one off for the other. But, there 
are many other countries, particularly in the developing world, that 
are struggling, they are on the fence, they see the benefits of sta-
bility, and they are worried about that. And we need to work with 
those countries—and this is why capacity-building is so impor-
tant—to make sure that they understand that the vision that we 
are putting forth is good for them. It is good for them economically, 
it is good for them socially. And so, as we go forward in all these 
different international organizations—cyber is being debated every-
where around the world now, in every organization you can think 
about—we need to make sure that we are reaching out to the coun-
tries who are not the traditional allies, who are the countries who 
are now just getting Internet access and who are dealing with some 
of these issues. 

Senator GARDNER. Thank you, Mr. Painter. Thank you for your 
service and your testimony today. 

And, Senator Cardin, I do not think you have anything else? 
Senator CARDIN. Thank you. 
Senator GARDNER. Thank you. 
And if I could ask the—we are finished with the first panel now, 

and if I could ask the witnesses to the second panel, please come 
forward. 

On our second panel, we have two distinguished witnesses from 
the private sector to give us outside perspective on U.S. Govern-
ment efforts and our policies. 

Our first witness is Mr. Jim Lewis, who serves as the senior fel-
low and program director of the Strategic Technologies Program at 
the Center for Strategic and International Studies. Before joining 
CSIS, he worked at the Department of State and Commerce as a 
Foreign Service officer and as a member of the Senior Executive 
Service. His government experience includes work on Asian polit-
ical military issues as a negotiator on conventional arms and 
technology transfers, and on military and intelligence-related 
technologies. 

Welcome, Mr. Lewis. Thank you for being here. 
And our second witness today is Prof. Michael Greenberger, who 

is founder and director of the University of Maryland’s Center for 
Health and Homeland Security and a professor at the University 
of Maryland Francis King Carey School of Law, where I think Sen-
ator Cardin admitted he may still have a student loan. [Laughter.] 

He is currently—— 
Senator CARDIN. It was a lot cheaper—I am embarrassed at what 

the fees were when I went to law school compared to today. I think 
my law-school books were more expensive than tuition. That has 
changed. 

Senator GARDNER. He is currently a member of the Baltimore- 
Washington Cyber Task Force, serves on the Commission on Mary-
land Cybersecurity Innovation and Excellence, is a member of the 
American Bar Association’s Law and National Security Advisory 
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Committee and a member of the National Academy’s Committee on 
Science, Technology, and Law. Previously, Professor Greenberger 
also served in the Department of Justice and the Commodity 
Futures Trading Commission. 

Welcome, Professor Greenberger. 
And I would ask, Mr. Lewis, if you would begin, 5 minutes, then 

we will turn to you, Professor Greenberger. But, thank you very 
much for your testimony today. And your full statement, of course, 
will be entered into the record. 

With that, Mr. Lewis, recognize you for testimony. 

STATEMENT OF JAMES ANDREW LEWIS, DIRECTOR AND SEN-
IOR FELLOW, STRATEGIC TECHNOLOGIES PROGRAM, CEN-
TER FOR STRATEGIC AND INTERNATIONAL STUDIES, WASH-
INGTON, DC 

Mr. LEWIS. Thank you, Chairman Gardner and Senator Cardin. 
I would like to thank the committee for this opportunity to testify. 

Cybersecurity is a new challenge for foreign policy. It has 
reshaped economies—the Internet and other cyber technologies 
have reshaped economies and accelerated growth, providing im-
mense benefit. But, they can also be used for malicious purposes. 
Digital networks provide countries with new ways to grow and to 
trade with each other, but they are also a means of influence, coer-
cion, and attack. 

Four countries—Russia, Iran, North Korea, and China—are our 
principal rivals in cyberspace. To constrain them, we need better 
defenses, we need penalties for malicious action, and we need inter-
national agreement on the rules for responsible state behavior. Get-
ting these rules requires the support of our allies and new regional 
powers, like India and Brazil. 

The U.S. approach to international cybersecurity is to seek agree-
ment on norms and to create confidence-building measures and 
build mechanisms for cooperation. Norms and CBMs are really the 
best approach available. A cyber treaty would be unenforceable. We 
cannot deter our adversaries. Deterrence does not work against 
espionage or crime. And it may not work at all against state actors 
like ISIS or other terrorist groups. 

The United States is, as you heard, involved in many discussions 
on cybersecurity in the U.N. and in regional groups, such as the 
OSCE, but progress has been slow. The United States has had 
more success in revising its mutual security treaties with our allies 
in Asia and with NATO to make cybersecurity a part of collective 
defense. 

Cyberspace is a man-made environment operated by commercial 
companies. This complicates the efforts to reach agreement on 
security. And, while there is international agreement that the pri-
vate sector should play a role in cybersecurity and that this role 
should reflect private-sector competencies in technology and busi-
ness, many countries would still prefer that nation-states lead in 
any negotiation. 

This administration issued an international cyber strategy in 
2011. I believe it is time to rethink this strategy, in light of a very 
different international situation. This is a much more difficult 
negotiating environment than we faced 4 years ago, and we have 
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much more vigorous rivals who have, as you pointed out with the 
recent agreement between Russia and China, come up with an 
alternate approach that challenges the United States. 

The principal issue for reconsideration in the U.S. strategy is 
whether to seek agreement first among like-minded countries or to 
continue to wait for some broad global agreement. The United 
States has been reluctant to adopt a like-minded approach, 
although that is what we used in proliferation and arms control, 
fearing that we will lose the support of important countries like 
India or Brazil. But, the difference now is that we face a deter-
mined effort by Russia and China to dismantle American leader-
ship in international affairs, not just cybersecurity, but across the 
board, and it will be difficult to reach agreement with these rivals 
on any cybersecurity issue. 

The Department of State also needs to rethink how it is orga-
nized for cybersecurity. They were the leaders in creating a coordi-
nator. The rest of the world has copied them. Now it is time to 
think if we need a more formal and permanent organization within 
the Department. 

In the last decade, cybersecurity has become a central issue for 
international security and diplomacy. Given its importance for our 
economy, for trade, for national security, I think the committee is 
doing exactly the right thing by picking this up. And cybersecurity 
should be part of the foreign policy agenda for this Congress. 

Now I am going to do one thing that I had not written in my 
remarks, but I am going to give you a simple measure for success. 
That measure is that Russia and China, between the two of them, 
are probably responsible for more than two-thirds of the malicious 
cyber actions we see undertaken against the United States. They 
are, by and far, our largest rivals, they are the most active, they 
do the most damage. And a good measure for success is: Is the Rus-
sian and Chinese share of malicious cyberactions decreasing? If the 
answer is no, what we are doing is not working. With that, Mr. 
Chairman, that happy, positive finish—— 

[Laughter.] 
Mr. LEWIS [continuing]. Thank you for the opportunity to testify, 

and I will be happy to take any questions. 
[The prepared statement of Mr. Lewis follows:] 

PREPARED STATEMENT OF JAMES ANDREW LEWIS 

I would like to thank the committee of this opportunity to testify. 
Cybersecurity is a new challenge for foreign policy. The Internet and other cyber 

technologies have reshaped economies and accelerated growth, providing immense 
benefit, but like any tool it can be used for purposes good or bad. Digital connections 
provide countries with new ways to grow and trade, but they are also a means of 
coercion, influence, and attack. Exploiting computer networks has become another 
tool for state power and competition. Countries use the Internet and cyberspace to 
gain advantage over others. The use of cyber tools and techniques as an instrument 
of national power is now the norm. Getting international agreement on how states 
should behave in cyberspace is essential, but it will also be difficult. 

The first known examples of what we would now call cyber espionage occurred 
in the early 1980s, when the KGB hired German hackers to break into U.S. military 
research computer networks. The first use of cyber attack for military purposes 
occurred in the mid 1990s, when the U.S. used primitive cyber attack tools against 
Serbia. In the late 1990s, Chinese military writings discussed cyber attack as a 
means to gain asymmetric advantage over the United States. Perhaps this flurry 
of military activity led Russia in 1998 to introduce in the U.N. a treaty to limit the 
development and use of cyber weapons. 
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The draft treaty drew extensively on Russia’s experience with strategic arms con-
trol. One precedent may have been the 1960’s Outer Space Treaty, which establish 
principles of state responsibility and banned nuclear and other weapons of mass 
destruction from space. The analogy between space and outer space is inexact how-
ever, despite rhetoric about there being no borders in cyberspace. It is difficult to 
gain access to space and the technology, particularity in the 1960s, was expensive 
and limited to only a handful of nations. In contrast, the technologies needed for 
malicious action in cyberspace are ubiquitous and easily acquired. Clandestine oper-
ations are particularly easy in cyberspace. Nor do cyber attacks pose the risk of hor-
rific effect similar to nuclear weapons, which created a shared desire for restraint 
even among opponents. 

The very covertness of cyber action works against international agreements on 
security, and until 2010, there was no progress on international agreement. There 
was too much distrust among competing nations for a treaty. The technology was 
also very new, and there was a general unfamiliarity in the international commu-
nity with cybersecurity as a national security issue. The U.S. only began to consider 
diplomatic solutions in the last few years. 

Some of this slow start reflects a too-great reliance on the technical community 
to manage cybersecurity. The problems we face are not technical; they are political 
and requires policy and diplomatic skills to make progress. Some of the slow start 
reflects the millennial beliefs of the 1990s about the Internet and the future of 
international relations. It seems hard to believe, but in the 1990s people believed 
that with the end of the cold war, the world would become one big market democ-
racy with shared values and no borders. Governments would play a smaller role in 
global affairs and could be replaced by a collection of civil society organizations and 
multinational corporations in some multistakeholder process. Those who believed 
this dream had a rude awakening in 2001 and while things have not gotten better 
since then, many in the Internet community cling to these shattered beliefs. 

OPPONENTS 

For the U.S., better cybersecurity requires changing the behavior of four coun-
tries. Russia is the principle source of cyber crime and extremely active in political- 
military espionage, and is the most skilled opponent we face. China leads in eco-
nomic cyber espionage. Iran has developed significant cyber capabilities and uses 
them to apply political pressure on the U.S. It has also done the network reconnais-
sance necessary to launch cyber attacks against critical infrastructures, as have 
China and Russia. North Korea has invested for decades in building cyber attack 
capabilities. There are also jihadist groups who have rudimentary cyber capabilities. 
Hezbollah and the Syrian Electronic Army are connected to Iran and through Iran, 
perhaps to Russia. ISIS, with its sophisticated Internet skill, bears watching care-
fully as a group that could develop the capability for low-level attack. 

Dealing with these countries also requires a broad diplomatic strategy to win sup-
port from key allies and from emerging new powers, like Brazil, India, and others. 
These new powers from a middle ground between western democracies and authori-
tarian regimes, and the policies these countries choose to pursue will determine the 
future of the Internet and cybersecurity. Most of the new powers support funda-
mental human rights, and in particular freedom of speech and free access to infor-
mation. This puts them at odds with the authoritarian view of cyberspace, but they 
also believe that national sovereignty and government must play a larger role in 
Internet matters, and they were troubled by the NSA revelations, factors that work 
against U.S. influence. To win the global support, the U.S. needs persuasive argu-
ments on privacy, Internet governance, and the use of force in cyberspace. We do 
not now have these persuasive arguments and some of what we say now about the 
Internet is seen as duplicitous. The NSA leaks of the last 2 years, whose selective 
release is used intentionally to damage the U.S., have not helped us. 

Cybersecurity is a military and intelligence contest with dangerous opponents. 
There are significant trade issues. The Internet has immense political effect that 
threatens authoritarian regimes and has led them to mount significant challenges 
to market and democratic ideals and the international institutions created to sup-
port them. The focal point of this challenge is to reduce U.S. influence, not just over 
the Internet but also in trade, security, and finance. We face a determined effort 
to dismantle American leadership in international affairs. 

DETERRENCE 

There is a hope that the U.S. could use military force to deter malicious cyber 
activity, but this has not been effective. Deterrence was the linchpin of U.S. strategy 
for decades, but the political and military context for deterrence has changed signifi-
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cantly. Instead of a single, near-peer opponent, the U.S. faces an array of possible 
foes, each with differing capabilities and tolerances for risk. Deterrence is of much 
less utility as a guide for policy in this new environment. 

Deterrence requires opponents to compare the benefits of an action against the 
potential cost and assess the likelihood that such costs will actually be imposed. 
There must be credible threats that if a threshold or ‘‘redline’’ is crossed, it will lead 
to unacceptable loss. In the cold war, the threat of nuclear war deterred the Soviets 
from invading Western Europe and Japan or launching strategic attacks against the 
U.S. While it was often a subject of debate, the nuclear ‘‘umbrella’’ set redlines the 
Soviets could understand and found credible because they were linked to core Amer-
ican interests. The U.S. has thresholds or declaratory policies, but they are sur-
rounded by a mass of caveats. This is sometimes lauded as ‘‘strategic ambiguity,’’ 
but in fact, our adversaries just find it confusing. If opponents do not know what 
lines they should not cross, or do not believe that we will penalize them for crossing 
those lines, it will be hard to deter them. 

Our most active opponents also seek to circumvent deterrence. They look for tac-
tics that stay below this ill-defined threshold that allow them to damage the U.S. 
without triggering retaliation. They believe that the U.S. will also build new weap-
ons, including cyber weapons that will allow it to circumvent their own deterrent 
forces and strike them with impunity. While we can be confident that our nuclear 
and conventional forces will deter major attacks on the U.S. and it sallies, it will 
not deter challenges in Crimea or he South China Sea, terrorism, or malicious cyber 
activities. Even nuclear threats in the cold war did not stop Soviet espionage or 
regional adventures and we cannot deter cyber espionage or cyber crime. A different 
approach is required to bring security and stability to cyberspace. This is important 
because deterrence, if it works, if unilateral and does not require international 
agreement. The ineffectiveness of unilateral deterrence increases the need for inter-
national agreement. 

U.S. DIPLOMATIC STRATEGY 

Getting international agreement is what the 2011 International Strategy for 
Cyberspace tries to do. This administration is the first to have a published inter-
national strategy for cyberspace, which it released in 2011. That strategy now needs 
significant reconsideration since we are now in a very different political environ-
ment, less peaceful, more challenging, and with overt opposition. 

The U.S. diplomatic strategy for cybersecurity is based on the building cooperation 
among countries and reaching agreement on norms and confidence-building meas-
ures (CBMs). Its starting point is recognition that a cybersecurity treaty is not pos-
sible. The core of the strategy is agreement on norms for responsible state behavior 
in cyberspace. Unlike a treaty, norms are not legally binding. They reflect instead 
international expectations about state behavior. The normative builds on the experi-
ence of nonproliferation. With the Missile Technology Control regime, for example, 
a few like-minded nations (NATO, Japan, and Australia) agreed that responsible 
states do not transfer ballistic missile technology. Eventually the number of adher-
ent nations grew and there was acceptance of a new global norm of behavior, includ-
ing, after several decades, a measure of formal agreement. A similar process helped 
to create norms for chemical and biological weapons. 

There are already implicit norms governing cyber conflict that are derived from 
existing international law and practice. Making these norms explicit and expanding, 
their scope would increase stability. The argument that norms are too weak can be 
dismissed as there is no serious alternative. Legally binding commitments have seri-
ous drawbacks. Our most likely adversaries will just ignore treaties. Treaties face 
serious implementation problems involving compliance and verification. Nonstate 
actors have limited influence over major states, cannot themselves commit their 
country to an agreement, and lack legal standing under international law. The 
existing ‘‘state of nature’’ is too Hobbesian to be sustained as the Internet and other 
digital networks become the most essential of global infrastructures. A norms based 
approach offers the greatest chance for progress. 

There is now agreement among most countries that existing internal commit-
ments apply in cyberspace as they did in the physical domain. Gaining this agree-
ment has been a multifaceted effort, with work in the Organization for Security 
Cooperation in Europe (OSCE), the ASEAN Regional Forum (ARF), and the Organi-
zation of American States (OAS), the forum for Asia-Pacific Economic Cooperation 
(APEC), the ‘‘London Process,’’ and the U.N. to develop confidence-building meas-
ures and norms. Work to win greater acceptance of the Budapest Convention on 
cyber crime reinforces the central concept of ‘‘normalizing’’ cyberspace by defining 
state responsibilities toward other states and their citizens. While there are regional 
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differences (certainly in pace, if not substance), there is an emerging consensus 
about responsible state behavior in cyberspace that is consistent with existing 
norms and commitments among states. 

The 2010 and 2013 Reports of the U.N. Group of Governmental Experts (GGE) 
has been foundational. Russia first proposed GGEs in the early 2000s. The first 
GGE failed to reach agreement. The second GGE (2010) produced a short report 
that called on the international community to further develop norms and CBMs (as 
well as to build capacity in developing countries). While short, this 2010 report laid 
out the agenda for international discussion of cybersecurity, identifying the applica-
tion of international law, the development of norms and CBMS, and measures to 
promote capacity-building, as the core elements of an international approach to sta-
bility and security in cyberspace. 

The third GGE-produced agreement among countries as diverse as the major 
NATO allies, Russia, India, and China (albeit reluctantly) that the principle of sov-
ereignty applied to cyberspace, that the commitments to the U.N. Charter, existing 
international law (including the laws of armed conflict) and commitments to protect 
universal human rights all applied in cyberspace. While the implications of sov-
ereignty for cyberspace are complex, the physical infrastructure that supports cyber 
activities is generally located in sovereign territory and is subject to the State’s ter-
ritorial jurisdiction. The agreement on the applicability of sovereignty and inter-
national law has fundamentally changed the political landscape for the discussion 
of cybersecurity, but it is only an initial step in defining how States will act in 
cyberspace. A fourth GGE is currently underway. 

To increase trust, the U.S. has also promoted agreement on a series of confidence- 
building measures (CBMs). CBMs are a normal diplomatic measure to reduce ten-
sion and suspicion. CBMs strengthen international peace and security. They can in-
crease transparency, cooperation, and stability. Building confidence through greater 
transparency in doctrine, either bilaterally or in multilateral exchanges, could 
reduce the chance of miscalculation or inadvertent escalation. The lack of trans-
parency makes it more difficult to reach agreement on norms for responsible state 
behavior or to limit cyber conflict. 

The development and agreement on CBMS have had the most success in the 
OSCE, where cold war precedents and participant experience with arms control cre-
ated familiarity with such measures. In other regions of the world, where there is 
less experience with security negotiations, there has been less progress, but there 
are significant efforts to develop CBMs underway in the ASEAN Regional Forum 
and the Organization of American States. 

Work by the OSCE has been foundational in defining CBMs. These CBMs focus 
on transparency and coordination. Voluntarily measures agreed ad ref in the OSCE 
include the provision of national views on cyber doctrine, strategy, and threats. 
OSCE members will also share information on national organizations, programs, or 
strategies relevant to cybersecurity, identify a contact point to facilitate communica-
tions and dialogue on ICT-security matters, and establish links between national 
CERTS. OSCE members discussed how existing OSCE mechanisms, such as the 
OSCE Communications Network, could be used to facilitate communications on 
cybersecurity incidents and develop additional measures to reduce the risk of mis-
understanding. 

The U.S. has worked in the U.N. and regional forums to promote agreement on 
cybersecurity. It also plays a leading role in the London Process, launched by U.K. 
Foreign Secretary William Hague, is a series of informal international meetings 
whose aim is to generate a consensus on responsible behavior in cyberspace. Ini-
tially the London process was seen as the vehicle for gathering like-minded nations 
to agree on norms, but its goals have become more diffuse. There have been four 
meetings, the last of which (in The Hague), produced a robust Chairman’s Report. 
The next meeting is scheduled for 2017 in Mexico. 

The U.S. also worked closely with its allies to make cybersecurity part of its 
defensive alliances. It has modified it collective defense arrangements with Aus-
tralia, Korea, and Japan to include cybersecurity. NATO, in its 2014 summit, agreed 
on when a cyber incident could trigger the collective defence provision of article 5 
of the North Atlantic Treaty. The key changes have been to create mechanisms for 
greater cooperation with allies and to agree that damaging cyber attacks fall under 
collective defense. 

THE ROLE OF THE PRIVATE SECTOR 

There is international agreement to involve the private sector in cybersecurity ‘‘as 
appropriate.’’ These last two words—‘‘as appropriate’’ are the key. The role of the 
private sector varies by issue. For some issues, such as security negotiations, there 
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is very little the private sector can do. Some countries, particularly China and Rus-
sia, do not see private sector actors as equals and believe that companies are tools 
of U.S. policy, something that says much about how they see their own national 
companies. 

For issues like Internet governance, the private sector is vital. There are three 
broad sets of actors in Internet governance—states, companies, and civil society 
organizations. In the past, states played a small role by design. This is changing 
as states assert their traditional roles. Internet governance is in transition, and 
what we will end up with, if this is well managed, is something like international 
finance, where private banks, Finance Ministries, and international institutions 
make decision about governance. This means that the influence of governments over 
the Internet will increase and the influence of civil society organizations will shrink. 

It can be hard to parse through the rhetoric that surrounds cybersecurity, but one 
way to think of this is that the Internet is not that different from anything else and 
people should play the roles they usually play in guiding and securing it. Companies 
should be responsible for innovation in technology and providing services. Govern-
ments cannot do as well. Governments should play their traditional roles, ensuring 
public safety and law enforcement (including enforcement of contracts, defending 
citizens, and negotiating with other nations on trade, human rights, and all the 
other issues. Companies cannot do this, nor should we want them to—their job is 
to generate return to their shareholder. 

The idea of formal cooperation among governments on Internet issues is anath-
ema to the old-school internet community. They fear that rules will harm the ‘‘free 
and open Internet’’ to which all kinds of miraculous economic powers are ascribed. 
It is true that the global network has brought us immense economic benefits and 
offers still more. However, the free and open Internet is long gone. To make cyber-
space safe, we need transnational rules, norms, and institutions to manage and 
reduce risk, using international agreement on a collective approach to reduce risk 
and increase stability. Some countries will balk at cybersecurity norms, as they 
balked at norms against nuclear proliferation or money-laundering—but the right 
blend of incentives and penalties (like indictments in U.S. courts) will help change 
their minds. 

The conflict in this lies between those countries like Russia and China that would 
like to see governments play a dominant role in cyberspace, in order to control infor-
mation and minimize the political risk to undemocratic regimes, and those few gov-
ernments that continue to insists that the informal arrangements for security and 
governance developed in the 1990s are still adequate. Neither approach is desirable 
but we have not yet identified an adequate replacement that does not diminish the 
private sectors role in those areas where their leadership is crucial. 

There are several areas for partnership between companies and the government 
in international cybersecurity. At a company level, cybersecurity is a business deci-
sion about how much risk a company is willing to accept and how much they are 
willing to spend to mitigate this risk. Such decisions are best left to individual com-
panies. In the foreign relations context, this largely involves company decisions 
about the risk of cyber espionage. Where the government can play an essential role 
is in helping companies adequately assess risk by providing relevant information 
and by developing penalties and sanctions for cyber economic espionage. 

Similarly, American companies and the government must cooperate in rebuilding 
trust in American products and services. American information technology compa-
nies are often caught in the middle of an awkward debate, as foreign government 
fear to trust U.S. products while at the same time asking U.S. companies to cooper-
ate with them in providing information. Rebuilding international trust requires a 
longer discussion that involves new ideas on data protection, encryption, localiza-
tion, and related issues. These issues fall outside the scope of cybersecurity when 
it is narrowly defined, but no major decision about cybersecurity can be made with-
out reference to them, but the touchstone should be that our national interest is 
best served by foreign policies that keep American companies strong, competitive, 
and secure in cyberspace. 

The most difficult question for the role of companies in cybersecurity involves 
hacking back or active defense. Companies can do what they want on their own net-
works. Companies can do what their national laws allow on national networks. 
However, they cannot take action on networks in another country. This is illegal 
and poses serious political risk, even if a U.S. company uses a third party in coun-
tries like Israel. 

Remember that Russia and China believe that U.S. companies are a tool of the 
government. They will interpret hacking back as an attack by the U.S. This poses 
real risk of retaliation and escalation into armed conflict. Our opponents include the 
Russian FSB and the Iranian Revolutionary Guard. They are unscrupulous, have 
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a taste for violence, and will not hesitate to use force against an attacker. Cyber 
attacks can have unpredictable effects. The U.S. has led the way in seeking to have 
countries observe the rule of law in cyberspace. Hacking back not only undercuts 
this effort, but could put an American company in an awkward position. What if 
China, for example, was to ask the FBI to cooperate in an investigation of a hack- 
back or took out Interpol warrants for U.S. executives? If we say no, it ends any 
effort to get China to cooperate when we request investigations (as we did with the 
Sony incident). If we say yes, American executives will go to jail. I understand 
the frustration with the slow pace of reducing cyber crime, and U.S. efforts could 
usefully be accelerated, but we do not want amateur mistakes to lead to war or 
retaliation. 

CYBERSECURITY AT THE STATE DEPARTMENT 

The U.S. strategy has helped shape the diplomatic strategies of other Western 
democracies. The global challenge to Western institutions and to U.S.-centric Inter-
net governance from authoritarian states and the effect of the NSA leaks—mean 
that we must reconsider this strategy and strengthen the organization framework 
that supports it. 

The fundamental point for reconsideration is one that has been discussed for 
years. Should the U.S. try to win global agreement on cybersecurity norms for 
responsible state behavior, or should it begin with agreement among like-minded 
national and then seek to broaden this. Of course, it is possible to pursue both strat-
egies simultaneously, but we now need to recognize that Russia and China are 
unlikely to agree with us on political issues in any meaningful way. The announce-
ment of a cybersecurity agreement between Russia and China is an example of new 
and more oppositional policies (as are the recent maneuvers by their tiny flotilla of 
ships in the Mediterranean). The bilateral cyber agreement itself is largely for show, 
to annoy the Americans and the West, so we do not want to overstate it, but we 
also should not expect them to defer to American policy the way they did in the 
1990s. 

The counter argument against a like-minded approach is that we will lose the 
‘‘fence sitters,’’ the new powers who are in neither in the Western or the authori-
tarian camp. This fear results in paralysis. The counterexample used against a like- 
minded approach is the Budapest Convention on cyber crime, which was negotiated 
among Western countries and now faces opposition from new powers like India who 
say that since they were not involved in the negotiation, they cannot accept the 
agreement. It is also very likely that some of the new powers would refuse to par-
ticipate if Russia and China are not involved. However, if progress in cybersecurity 
is held hostage to winning the agreement of authoritarian states, we will not get 
anywhere anytime soon. 

A good way to think about this is to ask what would happen if the U.S. were to 
agree to condition any action by NATO on winning agreement from Russia or China, 
or from powerful nonaligned nations. This would be the end of collective security; 
we would hobble ourselves. While we need to engage with Russia and China, and 
perhaps some initial arms-control style agreements on cyber warfare are possible, 
and while we need to engage with, and be respectful of, the view of new powers like 
India, Brazil, and others, we should not refrain from action until we have their 
consent. 

The NSA leaks had little effect on Russia and China, who either suspected or 
knew of NSA activities, but they have skillfully exploited them to try and divide the 
U.S. and key Western allies. Crimea has caused far more damage to international 
negotiations on cybersecurity. The Russians have suspended the bilateral 
cybersecurity discussions that drove diplomatic progress, and their evaluation of the 
usefulness of an agreement limiting cyber attack may have changed as they move 
into a more militant posture vis-a-vis NATO. Crimea has sharpened interstate con-
flict, albeit in a hybrid rather than conventional venue, and has greatly reduced the 
chances for international agreement. Russian strategy has successfully made that 
country the focal point for agreement on cybersecurity. 

A new strategy will need to be complex in that it would require differing kinds 
of engagements with other countries and a broader range of tools to win progress. 
It would continue to pursuit of global agreement but seek immediate agreement 
among like-minded nations on responsible behavior in cyberspace. These under-
standings should be reinforced by the use of financial sanctions and technological 
restraints to encourage better behavior and strengthen the rule of law in cyber-
space. Precedents from the financial sector are particularly useful, where govern-
ments and leading banks work together to develop and follow principles and 
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practices to increase stability and fight crime, suggest a new direction for cyber 
diplomacy. 

A new strategy also requires an institutional underpinning. Cybersecurity is still 
an appendage within the Department. It is not incorporated into the structure of 
Bureaus and Under Secretaries State uses for most issues. In an ideal world, 
cybersecurity would be part of the politico-military Bureau and part of the portfolio 
of the Under Secretary for International Security Affairs. Arguments could be made 
that this issue should be placed within the Economics or Global Affairs portfolios, 
but having sat in many negotiation sessions on cybersecurity, I can affirm that this 
is a politic-military issue and the negotiators who have done best in negotiations 
re from an arms control or international law enforcement background. 

The U.S. pioneered the creation of cyber coordinators at the White House and at 
the State Department, an organizational approach many other countries have also 
copied, and while State has expanded the office of the cyber coordinator, it needs 
to further embed cybersecurity into the fabric of our diplomacy. Any speech by a 
senior official on security or trade must mention cybersecurity, and while these offi-
cials may not be comfortable with the issue or fluent in its details, they cannot 
afford to avoid it. The best example of a missed opportunity is the negotiations on 
Russian entry to the WTO, completed in 2006, when the U.S. secured agreement 
on tariffs but signally failed to even mention cyber crime. This was a lost oppor-
tunity. We know from public examples that the President cares about this issue and 
has engaged foreign leaders, but there should be some thing between the President 
and Chris Painter. The Chinese, for example, watch this very closely and if a Cabi-
net Secretary appears in Beijing and does not mention cybersecurity, they judge it 
to mean that America is not serious. 

You sometimes hear that the issue is too technical or too arcane for senior leaders 
to discuss. This is not true. Cybersecurity is now a central element of the larger 
international security agenda, the same way that nonproliferation was a new ele-
ment 25 years ago, and it is important to embed cybersecurity into American foreign 
policy the same way that nonproliferation moved from being a technical issue to 
something of central importance. The Internet is not going to get any less important 
for economies and security. This is not peripheral issue, particularly as the Internet 
grows more and more important for our economic life and for international trade 
and security. 

NEXT STEPS 

This is a much more difficult negotiating environment, but the biggest obstacle 
to progress is not recalcitrant authoritarians or skeptical new powers, but what 
some have called an era of ‘‘strategic timidity’’ in the West. If we are afraid of 
offending Russia, China, or the new powers, we should just accept that while 
cybersecurity can be improved though better technology and greater attention by 
companies, it will not be secure against our most effective opponents. 

There is always a temptation in American foreign policy to explain the inter-
national environment by saying that we are in a ‘‘new cold war’’ or to invoke elderly 
strategies like deterrence or containment to deal with the new challenges we face. 
We are not in a new cold war. What we face is a more insidious challenge with 
countries who are our political and military opponents at the same time that they 
are our economic partners. In an interconnected world, they cannot be contained nor 
will they be deterred from challenging us. We can no longer blithely assume that 
we have the moral high ground—China, Russia, and others will challenge our lead-
ership. This is a new kind of contest and we must craft new foreign policies to 
advance our national interest, the interests of our allies, and of the world. 
Cybersecurity is among the most salient of these new challenges for American for-
eign policy and while there has been good progress in the last few years, we need 
a new a new approach to international agreement on cybersecurity. 

In the last decade, cybersecurity has moved from being a peripheral issue or an 
issue confined to the classified world to one that is central for the internal security 
and diplomatic agenda. Given its importance for national security, public safety, 
trade, and development, cybersecurity is the right for the committee to turn its at-
tention to cybersecurity as it thinks about the foreign policy agenda for this 
Congress. 

Thank you for the opportunity to testify and I would be happy to take any 
questions. 

Senator GARDNER. Thank you. 
Mr. Greenberger. 
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STATEMENT OF MICHAEL GREENBERGER, FOUNDER AND 
DIRECTOR, UNIVERSITY OF MARYLAND CENTER FOR 
HEALTH AND HOMELAND SECURITY; PROFESSOR, UNIVER-
SITY OF MARYLAND FRANCIS KING CAREY SCHOOL OF LAW, 
BALTIMORE, MD 
Mr. GREENBERGER. Thank you, Chairman Gardner, Ranking 

Member Cardin. I am delighted to be here today. The first thing 
I want to say is, this is a very tough-going area, and it is easy to 
second-guess and criticize. And I do have suggestions, but by no 
means do I want to be seen as criticizing the efforts of the State 
Department or any other Federal agencies. I think sincere good- 
faith efforts are being made. 

But, I would draw an analogy to the train accident in Philadel-
phia. The train went off the tracks, and there could be a lot of dif-
ferent ways to look at that problem. Was the engineer negligent? 
Was the engineer criminally negligent? Do we need more laws? 

The real thing, I think, needs to be focused on an international 
basis is, How do we stop the bad things that are happening? I 
think we can worry later about whether the bad things trigger title 
5 of NATO or trigger the laws of war, et cetera, et cetera. What 
we really have got to do is get a handle on stopping what is going 
on, and identifying who the perpetrators are. 

With regard to international organization, as recently as Feb-
ruary 2015, the White House held a summit, and there, there was 
an echo that is repeated throughout the literature: We need better 
international cooperation. We have cited the Atlantic Council paper 
from November 2014 as sort of a model of our concern, but we have 
adduced certain key principles from that paper that we would sug-
gest be advocated for. And when I say ‘‘advocated for,’’ I do not 
think there needs to be legislation. I do think there needs to be 
strong congressional oversight to make it clear to the administra-
tion what further steps need to be taken to improve international 
coordination. 

The Atlantic Council’s number-one priority is collaboration, col-
laboration on an international basis. My view is that we should not 
worry about treaties, we should not worry about memos of under-
standing, but we should go forward and convene the parties who 
are sympathetic to what we are trying to do to create what I would 
refer to in the crisis management area, an emergency operations 
center. Who would the candidates be for cooperation in that? 
NATO, the European Union, the Atlantic Council, OSCE, OECD, 
the Organization of American States, and the Organizations of the 
Pacific Nations. They are all interested in cybersecurity, and I have 
no doubt the State Department—and I applaud the State Depart-
ment for everything it is doing—but, we need to bring those groups 
to the table. It does not need to be an official summit. It just needs 
to be a convening, on a regular basis, of those groups to exchange 
information. And, as has been said here, you cannot do this with 
governmental institutions alone. And there are many active organi-
zations—I would say, for example, the Internet Engineering Task 
Force, which has laid down norms for preventing cyber attacks— 
groups of that sort should also be brought to the table. And, in 
terms of the private parties, the President has identified the crit-
ical infrastructure sectors—financial, transportation, health—those 
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parties should be brought to the table, too, on an international 
basis. 

And then, when you sit at the table, what do you do? Number 
one, Senator Cardin talked about NIST, that we are so pleased to 
have in Maryland, which has set up a framework for developing 
defenses to prevent cyber attacks. Is it going to be perfect? No. But, 
it is better than doing nothing. NIST itself has said that its frame-
work needs to be put into the international sector and discussed 
among all nations. It has received a lot of high praise for its efforts. 
And we should make every effort to internationalize it. And that 
would be the internationalization of norms that are a defense to 
cyber attacks. 

Secondly, the technical organizations that I referred to could be 
helpful. The biggest problem we have is identifying who is doing 
the attacking. Now, we can say, generally, Russia and China. But, 
if you cannot pinpoint where the attack is coming from, it is irrele-
vant whether we can go after those people with criminal laws or 
whether we have treaties. The biggest problem in this area is 
authenticating who is doing the damage. There are other norms 
that we have suggested. 

The final thing I would say is, these are all referred to as con-
fidence-building measures. Traditional confidence-building meas-
ures are working with your enemy to build a bonding process so 
they no longer become your enemy. The hotline with Russia is the 
foremost example. The confidence-building measures we need now 
is that the international community—and when I say ‘‘inter-
national community,’’ let us forget Russia and China and Iran; it 
is those that are sympathetic to what we are doing—join together 
to develop norms, methods of identifying perpetrators, identifying 
infrastructure—the priority of infrastructure that needs to be 
protected. 

We deal, on a daily basis, with responses to crisis management. 
And I can tell you—look at the Boston Marathon, for example. In 
the response to that attack, you had the FBI, State police, city 
police working hand in glove together. That came out of an empha-
sis by Congress and the various administrations to create these 
fusions within the State. We have it in Maryland. 

The process of just bonding, in and of itself, is therapeutic, 
because you start discussing things that you can do together. You 
start learning—city police and FBI never worked well together. In 
that situation, they worked beautifully together. Why? It is the 
bonding process of the collaboration. 

Thank you. 
[The prepared statement of Mr. Greenberger follows:] 

PREPARED STATEMENT OF MICHAEL GREENBERGER 

INTRODUCTION 

My name is Michael Greenberger. I am the Founder and Director of the Univer-
sity of Maryland Center for Health and Homeland Security (CHHS). I have been 
assisted in the preparation of this statement by Markus Rauschecker, Senior Law 
and Policy Analyst at CHHS. I am very pleased to have the opportunity to provide 
this statement to the Senate Foreign Relations Subcommittee on East Asia, the 
Pacific, and International Cybersecurity Policy on the very important topic of 
‘‘Cybersecurity: Setting the Rules of the Road for Responsible Global Cyber 
Behavior.’’ 
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CHHS is an academic consulting institution that provides guidance in planning, 
training, and exercises relating to the prevention of, and response to, both man- 
made and natural catastrophes. CHHS consists of over 50 professionals working on 
over 90 contracts worldwide. Among CHHS’ areas of expertise is the law and policy 
of cybersecurity. We are involved in academic programs 1 and provide advisory serv-
ices on legal and policy issues relating to cybersecurity. 

THE PROBLEM 

Cybersecurity presents a unique policy challenge given the Internet’s inter-
connected global reach and infrastructure. Cybersecurity cannot be ensured through 
measures based on individual sovereignty or within traditional borders. It is widely 
recognized that the worldwide scope of the Internet makes dealing with the threat 
of cyber disruption self-evidently international in nature. Solutions to cyber vulner-
ability are therefore not only substantive in scope, but require international organi-
zation, cooperation, and response. 

Unfortunately, the conventional approaches to the solution of other international 
vulnerabilities do not accommodate themselves to cyberspace. It has been recognized 
that presently there is not adequate knowledge or agreement on solutions to 
respond to cyber vulnerabilities, which makes negotiation of effective bilateral or 
multilateral treaties premature. As our fellow panelist Chris Painter, Coordinator 
for Cyber Issues at the Department of State, recently stated, the international 
community is still trying to develop the norms that would be the basis for such 
treaties.2 

Disparities in perspectives, as well in the domestic laws of nations in this area, 
only further complicate the problem. While the temptation exists to find a ‘‘silver 
bullet’’ response, a global solution of this sort is available neither procedurally or 
substantively. For example, the oft discussed recommendation of implementing 
‘‘arms control’’ in cyberspace is widely recognized as unworkable given the uncer-
tainties in the methods of control.3 Moreover, it is clear that the problems of 
cybersecurity not only involve state actors, but private sector actors as well, because 
much of the world’s cyber infrastructure is privately owned and/or operated. 

Therefore, the solution cannot be limited to either state actors or private stake-
holders alone, but must include a multitude of stakeholders. As the White House 
has correctly asserted, ‘‘the world must collectively recognize the challenges posed 
by malevolent actors’ entry into cyberspace, and update and strengthen our national 
and international policies accordingly.’’ 4 

While the need for international cooperation to combat cyber threats is widely rec-
ognized, it is universally acknowledged that much work needs to be done to promote 
international solutions. Indeed, enhancing international engagement is a top pri-
ority for the Obama administration.5 Federal officials are calling for greater inter-
national cooperation in cyberspace, with the need being especially evident in the 
area of cyber crime. For example, national law enforcement agencies need to in-
crease information-sharing with international partners to combat international 
crimes and countries must work together to build up crime fighting capacities.6 

So, in the face of an overwhelming need and inadequate solutions, the ancient 
Chinese proverb is apt: a journey of 1,000 miles begins with a single step. We there-
fore advocate that the U.S. State Department lead a cooperative effort working with 
sympathetic countries and private stakeholders to begin the development of inter-
national crisis management protocols and otherwise establish effective norms to 
combat international cyber vulnerabilities. 

THE SOLUTION 

We endorse the suggestion of prominent cyber experts that a step by step 
approach should be applied to develop highly recommended international con-
fidence-building measures (CBMs) to create an international infrastructure to 
address cyber vulnerabilities. These CBMs may be created with the support of exist-
ing cooperative international entities and private international stakeholder organi-
zations. As a general matter, the United Nations has issued a report endorsing the 
CBM approach.7 But, the most detailed outline or plan for the CBM international 
approach comes from the Atlantic Council’s recent November 2014 report on this 
subject.8 

We agree with the Atlantic Council report’s suggestions of the international stake-
holders who are likely allies to this U.S.-directed CBM approach. It may not be pos-
sible to engage each of these stakeholder institutions in the first instance, but we 
think the U.S. State Department should turn to these organizations to see if it can 
find significant cooperation on all suggested CBM approaches or whether alliances 
should be formed to address individual-recommended CBMs. Whatever approach is 
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taken, the organizing effort must begin promptly. We agree that even if the orga-
nizing structure is not ‘‘prefect,’’ i.e., getting cooperation of all stakeholders, what-
ever organizing structure that can be assembled will generate by its example and 
effectiveness greater worldwide support. 

As suggested above, the international organizational format must be developed by 
engaging both sympathetic governmental as well as nongovernmental organizations. 
Examples of international governmental organizations that could promote the CBM 
approach, would include NATO, the Association of Southeast Asian Nations 
Regional Forum, the Asia Pacific Economic Cooperation Forum, the Council of 
Europe, the European Union, the Organization of American States, and the Organi-
zation for Security and Cooperation in Europe, each of which has expressed at least 
a need for international cooperation in this area. Examples of nongovernmental 
organizations that should be consulted include the Internet Society, Internet Engi-
neering Taskforce, and World Wide Web Consortium. 

Additionally, as the Atlantic Council report correctly advises, in cyberspace, im-
portant ‘‘private-sector actors like the financial system, telecommunications, power 
grids, and energy infrastructure or critical cybersecurity and information technology 
companies’’ must be included in the development of international CBMs.9 Each of 
these sectors ‘‘has a critical role to play in defending against cyber attacks, so the 
concept of CBMs must be expanded to include the private sector.’’ 10 

In its November 2014 report, the Atlantic Council has outlined a series of CBMs 
in four different areas: (1) Collaboration; (2) Crisis Management; (3) Restraint; (4) 
Engagement. We agree with each of the recommendations made in the report; how-
ever, we would give immediate priority to four measures within the aforementioned 
areas. These four measures are given priority based on the limited obstacles they 
face in successful implementation and their relative low funding requirements. We 
believe that important work has been started in each of these areas we focus upon, 
yet the full accomplishment of these measures would serve as a backbone to inter-
national cooperation and responsiveness. 

The four measures we see as priorities are as follows: 
1. Promulgating and Implementing Cybersecurity Best-Practices Internationally 

As the cyber threat has grown, many security measures have already been devel-
oped to strengthen cybersecurity across sectors. These measures must be better pro-
moted and more widely implemented. Technical regimes may be leveraged to agree 
and codify best-practices that should be internationally adopted. It is important to 
note that the international community would not need to establish entirely new 
practices, but simply adopt and, where necessary modify, existing practices that are 
generally accepted. Efforts such as the development of the National Institute of 
Standards and Technology (NIST) Cybersecurity Framework 11 provide evidence of 
best-practices that have been well received internationally across the public and pri-
vate cyber sectors. 

Technical regimes may also be called on to identify the international entities that 
are already implementing existing best-practices. These findings should be pub-
licized in order to praise entities meeting objectives, but also to demonstrate a lack 
of compliance by others. Essentially, noncomplying entities would be ‘‘named-and- 
shamed’’ and we believe they would thus be motivated to adopt generally accepted 
cybersecurity practices.12 
2. Joint Investigations of Cyber Incidents 

The problem of correctly attributing malicious cyber activity is daunting. Deter-
mining who was responsible for a cyber attack is very difficult for many reasons, 
often including a lack of technical identification capacity. Thus, any international 
mechanism for collaboration and sharing of identification resources would be highly 
advantageous. 

For this CBM, an international group of technical experts could conduct and over-
see joint multinational investigations to determine proper attribution for an attack. 
These joint investigations will not only foster continued international collaboration 
on a general level (beyond the specifics of each investigation), but also serve as a 
deterrent to malicious cyber activity. Malicious cyber activity is often motivated by 
an attacker’s belief that they will remain anonymous. If, however, these proposed 
joint investigations lead to determinations and methods of attribution, the anonym-
ity is diminished and an attacker may reconsider their intended action.13 
3. Promoting Collaboration and Communication of Cyber Crisis Response Teams 

Given the international scope of cyberspace and cyber vulnerabilities, cyber crisis 
response teams must be able to quickly and securely communicate with their coun-
terparts in other countries. Interstate and multinational mechanisms must exist for 
cyber crisis response teams to quickly communicate and share situational aware-
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ness. Communication must not only be between state actors, but must also include 
private sector entities. Basic contact lists and data sharing protocols are part of 
establishing this CBM.14 

To test these communications capabilities, periodic exercises should be con-
ducted.15 At CHHS, we have conducted hundreds of emergency exercises for our cli-
ents. Not only do exercises provide a strong foundation to enable effective responses 
to real crises, but it is our experience that working through exercises establishes 
bonding connections among responders that serve to reinforce cooperative relation-
ships and responses. 
4. Establishment of a Norm to Restrict Certain Targets from Cyber Attack 

International law establishes critical cyber targets to be focused upon for protec-
tion from attack. This proposed CBM would develop an international norm that on 
which parts of the cyber infrastructure need heightened protection from attack. As 
the Atlantic Council states, ‘‘the desired end-state of this CBM would be the accept-
ance of restrictions, akin to those contained in [international humanitarian law] 
rules, on disruptive attacks on specific assets and entities during peacetime—includ-
ing but not limited to Internet backbone, major IXPs, finance, aviation, and under-
sea cables—that would aim to prevent the ‘breaking’ of the Internet.’’ 16 Inter-
national actors should collaboratively develop a common understanding of what 
constitutes critical cyber infrastructure and how those assets should be granted 
heightened protected status from malicious cyber activity.17 

Starting on this path of CBM development, allows for a steady progression toward 
greater stability and security. If these CBM steps are effective and successful, oth-
ers in the international community will not only adopt the norms established, but 
likely join in the establishment of the norms. As stated earlier, the U.S. should not 
wait to establish the perfect international cyber protection organization. It should 
quickly do what it can on an international basis and rely on successes to further 
develop international solutions. 
No legislation needed 

Finally, we believe that the recommendations we are making do not require (in-
deed may not lend themselves to) legislation; nor do they require anything other 
than de minimis appropriations. We see aggressive congressional oversight of rel-
evant U.S. international agencies as the best method of starting and effectively im-
plementing solutions recommended herein. As to the individual recommendations 
above, the Atlantic Council emphasizes, and we agree that funds for implementation 
would be de minimus. 
———————— 
End Notes 

1 CHHS is responsible for teaching ‘‘The Law and Policy of Cybersecurity’’ and ‘‘Cybercrimes’’ 
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13 Atlantic Council Report, p. 4. 
14 Atlantic Council Report, p. 7. 
15 Atlantic Council Report, p. 8 
16 Atlantic Council Report, p. 13. 
17 Atlantic Council Report, p. 134. 

Senator GARDNER. Thank you, Mr. Greenberger. 
And I will begin with my questions. In response to Mr. Painter, 

and in your written statement, Mr. Lewis, you stated—and I will 
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quote—it is talking about the International Strategy for Cyber-
space, the 2011 International Strategy—you said, ‘‘That strategy 
now needs significant reconsideration, since we are now in a very 
different political environment, less peaceful, more challenging, and 
with overt opposition.’’ You just heard Mr. Painter say that we do 
not really need to redo the 2011 strategy. That is our strategy. We 
have done a lot of—you know, had a lot of progress underneath 
that to fill in the buckets created by the strategy. Do you agree 
with him? And how would you differ? And what ought—in your 
opinion, ought to be done? 

Mr. LEWIS. Well, I do think it was a good strategy. And I still 
think it lays out the basic direction that we should take. The issue 
is—and this gets to Professor Greenberger’s remarks—we have 
been trying to get everyone to agree. And having sat in the room 
for many days with Russian and Chinese diplomats and military 
officials, we are not going to get them to agree anytime soon. So, 
is it time to take a step back and say maybe we need to agree on 
rules among those countries who are like-minded, among those 
countries who are democracies, who share values? Because I just 
do not think the Russians and the Chinese are that eager to agree 
with us on anything at the moment. 

Senator GARDNER. And so, is that not—I mean, we hear about 
the Budapest Convention, we hear about the different working 
groups, and we talk about, you know, this group of people working 
on cyber issues here and this dialogue that is been entered there 
and the norms that we need to talk about. And Mr. Painter talked 
about norms that we have created. Mr. Greenberger talks about 
how we have all these groups out here that are doing these things. 
I mean, is it as simple as saying, ‘‘All right, get all these groups 
to one big group’’? I mean, what are we missing out on? Why have 
these norms not taken place? Because every time you read some-
thing on cybersecurity, it points to another organization that is 
working on cybersecurity or it was created to help deal with that. 
So, what are we missing, and why have not we developed, with 
like-minded—at least starting there—the norms that we keep talk-
ing about? 

Mr. LEWIS. Well, everyone and their dog is doing cybersecurity 
now. And I guess that is a good thing. 

Senator GARDNER. Including the Foreign Relations Committee. 
Mr. LEWIS. Well, no, and I—but, your doing it is a really good 

thing, though. It is time for you guys to get into this business, so 
I am really happy to see you doing this. It is on the international 
security agenda. I think I said that at least twice. So, it is impor-
tant that you play a guiding role in this. 

With that pitch, one of the big problems is—the Budapest Con-
vention is a classic example. This was a convention—it started out 
being the Council of Europe Cybercrime Convention, and the 
United States, Japan, Australia, a few non-European countries 
were also members of it. Right? And we agreed to this more than 
a decade ago. It is taken a while to get it endorsed by these coun-
tries. But, what you see is places like India, China, Brazil stepping 
back and saying, ‘‘Hey, wait a minute. This is no longer the 1990s, 
where you guys can just write something and then hand it to us 
and say, ‘Here, sign on the dotted line.’ Anything we agree to, we 
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have to participate in.’’ So, there is a real fear that, if we move in 
a like-minded direction, we will lose the Indias and the Brazils in 
this world. And that is a legitimate problem. It is something that 
needs to be considered when we do things. 

But, it has been a long time that we have been trying to nego-
tiate these things. And I think it is worth taking a step back and 
saying—the proliferation example, where you did get like-minded 
countries together, they did agree on norms, and eventually the 
rest of the world adopted those norms. You know, the missile tech-
nology control regime. So, we have a fundamental decision here 
about, when is it time to move ahead without letting other coun-
tries have sort of a de facto veto on agreement? 

Senator GARDNER. Mr. Greenberger, did you want to add to that? 
Mr. GREENBERGER. Well, I am sympathetic to your concern that 

so many things are happening and, what impact are they having? 
And my measure of success is: Are we increasing the ability to stop 
cyber attacks? And the way you do that is to prepare both the pub-
lic sector and private sector to adopt practices that make cyber 
attacks more difficult. That is what NIST has laid out for us. And 
my view would be, look, it—you can talk about 9/11 and say, What 
penalty should the perpetrators have paid?—et cetera, et cetera. 
But, what the American people really wanted is, stop those ter-
rorist attacks. I am not saying that is the end of everything, or I 
am not saying that doing the Budapest Convention is not worth-
while. They are all worthwhile. But, when you are measuring— 
when you are starting with a massive problem, limited resources— 
and we have got to start measuring, Are we stopping things? The 
NIST protocols will stop things. There are other technical protocols 
that are out there that will stop things. If they do not stop things, 
they will identify who the perpetrators are. By the way, the five 
Chinese are still in China that we have indicted. We do not have 
them back here. We need to stop these things, and a secondary 
purpose is to name and shame. And, to the extent we can attribute 
succinctly and clearly, I believe that naming and shaming process 
will work. 

And finally, look at NATO. NATO started out with European 
countries and the United States. But, the success of it caused peo-
ple to want to join it. And I think that the Brazils and India and 
what have you, if they see somebody starting, as we said in our tes-
timony, a single step on a 1,000-mile journey, and those single 
steps are effective, worthwhile, stopping attacks, people will want 
to come to the table. Trying to start out with a global thing of get-
ting an agreement with everybody, I agree, is futile. We have got 
to start somewhere. And I would suggest these baby steps toward 
collaboration, norms are the way to go. 

Senator GARDNER. And, Mr. Lewis—thank you, Mr. Green-
berger—Mr. Lewis, just to follow up on that question. I mean, so 
you still think, in spite of Mr. Painter—just to get a clear answer— 
that a progress review of the 2011 report would be a good idea. 

Mr. LEWIS. That a—— 
Senator GARDNER. That a progress report of the 2011 strategy 

would be a good start. 
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Mr. LEWIS. Oh, I think that would be very valuable. We have 
done some good things, but there are many issues that are unfin-
ished. 

Senator GARDNER. Okay. And, in my conversation with Mr. 
Painter, I talked about elevating the importance of cyber issues 
amongst our diplomatic corps. He responded with the efforts that 
they are undertaking. We talked about his coordination with other 
departments—Department of Defense, Homeland Security, and oth-
ers—in their cybersecurity conversations, in their cyber conversa-
tions. Going to the structure of the cyber agencies, are we ade-
quately communicating? How could we restructure to make sure 
that that—number one, the importance of the issue is elevated, 
but, number two, coordinating to a sufficient level and creating the 
kind of framework we need to respond to these kind of efforts from 
a diplomatic point of view? 

Mr. LEWIS. Well, one of the successes of this administration has 
been developing a more coordinated interagency process. And so, I 
think Chris Painter mentioned that. I have seen that, too. If you— 
this is a new problem, and so the—this is only the third adminis-
tration that is had to confront it, honestly. And the White House 
Coordinator, the White House coordination process through the 
NSC has been very effective. 

At the Department level, there is still room for improvement. 
And the most obvious example of that might be DHS. DOD is mak-
ing a stupendous effort to organize appropriately for cybersecurity. 
State did lead the way in creating a Cyber Coordinator position. It 
is attached to the Secretary’s office. 

The question now is: Do you want to embed it in the normal 
operations of the Department, where you have a responsible Under 
Secretary, a Bureau led by an Assistant Secretary, you know, an 
office structure below that? We have done it as kind of an ad hoc 
thing appended to the Secretary. Now it might be time to make 
that a more formal structure. 

Senator GARDNER. Senator Cardin. 
Senator CARDIN. Well, let me thank both of you. I find your testi-

mony to be very, very helpful. And it does underscore the point 
that it is complicated. There are no simple answers. 

So, Professor Greenberger, you have said our objective should be 
judged by preventing the bad actors from doing what they are 
doing. Of course, we have to define ‘‘bad actors and what they are 
doing’’ as being bad. But, some of this stuff is pretty obvious to us. 
It may not be obvious to the other side. Just pointing that out. I 
will get to that in one moment. 

And then you said you need international collaboration. I heard 
you mention a couple of specifics: authenticating who is doing the 
business. You also mentioned developing international protocols 
and cooperation. But, I am not exactly sure what international col-
laboration would mean in stopping the bad actors. So, can you con-
nect the dots for me a little bit better on that? 

Mr. GREENBERGER. Yes. Yes. First of all, I do not think it is 
important to define who a bad actor is. I am reminded of Potter 
Stewart’s famous statement—— 

Senator CARDIN. Yes. 
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Mr. GREENBERGER [continuing]. ‘‘I cannot define pornography, 
but I know it when I see it.’’ And when we have these attacks, we 
know—we do not have to have a definition of ‘‘bad actor.’’ We know 
we are in trouble, and we are angry. 

In terms of collaboration—for example, in crisis management sce-
narios, you always have emergency operations centers communicat-
ing with each other when you have got multi-State Superstorm- 
Sandy kind of events. One of the recommendations of the Atlantic 
Council is to ensure that we have identified who the responders to 
the cyber crisis is in each of the countries who are like-minded 
with us, and that we develop a continuing working relationship 
with them. Another thing is to identify a priority of what infra-
structures should be protected. Now, it is true, that may vary from 
country to country. But, there is some consensus that we can make 
a meaningful start in that. 

Thirdly is just taking NIST and, as NIST itself has asked, inter-
nationalize their framework, or at least try to see if it can be inter-
nationalized. It is been very widely praised. There is virtually no 
critics to it. But, it has not been adopted elsewhere in the inter-
national sphere. 

And again, I turn back to—we have hit—there is no silver bullet 
for this. We cannot wake up tomorrow and have the problem 
solved. We have got to take the first step. And the first step, to me, 
is gathering the like-minded together, not only nation-states, but 
there are very important technical institutions that are highly rec-
ognized in the United States, like the Internet Engineering Task 
Force, and key members, internationally, of the critical infrastruc-
ture sectors. And I believe having communications with those peo-
ple, you can develop norms on how to prevent cyber attacks. You 
can have collaboration between countries to respond to cyber 
attacks. You can identify what the priorities of protection are. And, 
by the way, as we see in crisis management scenarios, you do not 
wait for a real attack; you have training, you have exercises. 

I would just emphasis, Senator Cardin, as you know well, the 
Baltimore unfortunate situation with Freddie Gray in the last few 
weeks. The University of Maryland in Baltimore adopted a whole 
panoply of responses to ensure the safety of faculty and students. 
The week before the Freddie Gray event, we had an on-campus 
field exercise that emphasized things like shelter in place, that, a 
week later, were adopted in the real world. And we need to have 
those kinds of experiences. 

The Clinton administration started with the famous ‘‘top off exer-
cise,’’ which I think—there were four of them. I think they hard-
ened our domestic response to catastrophic events. We need to 
start thinking that way, in terms of responses to crisis events. And 
some of those responses are not dependent on knowing who did it. 
What they are responsive to is, how do we minimize the effect of 
an attack? 

Senator CARDIN. I think that those are good suggestions. I agree 
that the technology at NIST needs to be better understood. Some 
of our frustrations in dealing—in the United States, in the private 
sector—is trying to get uniform technology so that we can help 
each other from cyber thefts. We are having difficulty in doing that. 
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I agree with you on having protocols on how to respond—it makes 
a great deal of sense. 

Mr. Lewis, let me just ask—one of the challenges is that like- 
minded countries may differ on some strategies dealing with cyber-
security. The United States may take a pretty strong view of the 
need to be aggressive in stopping proliferation. Some of our like- 
minded countries may disagree with that type of use of the Inter-
net and cyber in order to advance our goals. How do you reconcile 
homeland security issues within an aggressive use of all the tools 
at our disposal and still able to get like-minded protocols in place? 

Mr. LEWIS. Well, one of the things that has helped us, of 
course—and we owe them a deep vote of thanks—is Vladimir 
Putin, because he has helped persuade the Europeans that maybe 
we are not so bad after all. So—— 

Senator CARDIN. I was looking for some reason to—— 
[Laughter.] 
Mr. LEWIS. The silver lining. It is here. 
It is worth noting that we cannot stop determined state actors. 

Right? And that is why we need international agreement, particu-
larly the Russians, who are among the best in the world. If they 
want to get into your network, they are going to get into your net-
work. And the fact that we have seen them in DOD, State, and the 
White House, at least at the unclassified level, is indicative of their 
skills. Our allies know this. And so, there are a couple levels at 
which we can build cooperation. 

The first one, as you know, is what is sometimes referred to in 
the press as the ‘‘Five Eyes’’—the five countries that have a very 
deep intelligence relationship. They are cooperating on cybersecur-
ity. They are thinking about how to better defend themselves. The 
second level is NATO and our other allies, particularly Japan, Aus-
tralia, Korea. These countries have begun to work closely with the 
United States on better cybersecurity. The European Union is an 
opportunity with their work in DHS. These people all share values, 
and they all share agreement on norms. So, while individual prac-
tices may differ—you know, France, of course, has a much more 
regulatory system; the Germans give a lot more attention to the 
privacy—but, within that, in the norm space about what respon-
sible state behavior is, there is strong agreement among these 
countries, and perhaps with others. I do not mean to exclude coun-
tries like Kenya, which has been very active in this field; Brazil, 
which has done some good work. We have incipient partnerships 
that could be further strengthened, and we have existing partner-
ships that provide a basis for moving ahead. 

Senator CARDIN. Well, let me thank both of our witnesses, Mr. 
Chairman. I am going to apologize, because I am being called to 
another committee that will be adjourning shortly, and I want to 
make sure I get my point in there. But, I really want to thank both 
of the witnesses here. I have Professor Greenberger’s advice, when-
ever I need it, in Baltimore. And I appreciate what he does in our 
State. And, Mr. Lewis, I very much appreciate your contribution to 
this first hearing of our committee and the subject that we have. 

Cybersecurity crosses many committees’ jurisdictions here, and 
crosses many agencies in the Federal Government. And we discov-
ered—prior to the attack on our country on September the 11th— 
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that we were not sharing information. And we try to take steps to 
correct that. I think we have come a long way, but we are not 
where we need to be. So, in the Congress, we need to get our act 
together, from the point of view of the Armed Services Committee, 
the Intelligence Committee, the Judiciary Committee, and the For-
eign Relations Committee. I am sure there are others. And I do 
think that this committee can play a major role in trying to make 
sure that we are all coordinated in our efforts. And I thought your 
testimonies were particularly helpful. So, thank you both very 
much. 

Senator GARDNER. And, Senator Cardin, thanks again for making 
this happen. I know you are busy, so thank you very much for par-
ticipating today. 

I want to continue just a few more questions as we discuss these 
points today. Continuing the line of thinking and the line of ques-
tioning on international norms and bringing people to the table 
about those norms. In your testimony, Mr. Lewis, you talked a lit-
tle bit about that some people are going to fight to enter into any 
kind of norms, just like they did proliferation, as we have dis-
cussed. You talk about providing a mix of incentives and penalties. 
And so, we know the President has tools. We know the executive 
branch has tools now to impose certain penalties. Do you think we 
have gone far enough imposing, or not imposing, or should we take 
more of an economic sanctions kind of approach to help create the 
penalty phase of bringing people to the table on norms? 

Mr. LEWIS. That is a great question. And I think a way to think 
about this—and this is very much built on the experience that 
began, really, in the Reagan administration and the Bush adminis-
tration, on, how do you move countries like China to behave more 
responsibly when it comes to proliferation? And it has to be—you 
know, sometimes it is a push, and sometimes it is a pull. So, hav-
ing done the indictments, which were very effective in China— 
it upset them a great deal, and that cannot always—that is prob-
ably a good thing. It certainly got their attention. Having put in 
place the President’s ability now to sanction, with the April 1 Exec-
utive order, we need to see how our rivals react to this. 

In this case, I think there is room, probably, for some negotiation 
with the Chinese. The Russians will be much more difficult. So, one 
of our—unlike the cold war, where we had there was one side, and 
there was the other—we have multiple potential opponents, and we 
may need to be different in how we react to them. It might be time 
for more aggressive measures, but we need to wait and see what 
the reaction is. Again, my measurement is really simple. Are the 
number of incidents going up, or down? And the answer is, they are 
certainly not going down. 

Senator GARDNER. Mr. Greenberger, you talk about inter-
nationalizing the NIST framework and other ideas. You do not 
seem to talk much about punitive measures. Is that something that 
you could see a use for, or—— 

Mr. GREENBERGER. Oh, I absolutely can see a use for it. But, 
what I am trying to do is figure out what first steps do we need 
to take and get organized? You can have all the punitive measures 
in the world, but if you cannot identify the perpetrator, it does not 
help. Also, if we indict and—my colleague says that had an effect, 
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but we cannot bring them to the United States. We have got all 
sorts of extradition problems. I think we should move forward on 
all these fronts. Frankly, I think our sanctions, as we sit here now, 
are enough. What we need to be able to do is: (a), protect ourselves, 
from the attacks. And, as has been pointed out, it is not the United 
States protecting itself as the United States, but protecting our pri-
vate infrastructure, as well. So, these are difficult things. But, my 
view is, the first step is, everything you read, everything you look 
at as a proposal, how does it give immediate relief to the problems 
we are seeking right now? And I think punitive damages assumes 
we know who the perpetrators are. And I think there is a con-
sensus within the cybersecurity community that we may be able to 
say Russia or China, but we cannot say who. And if it is true that 
Russia and China are two-thirds, what about the other one-third 
who are often private citizens, hacksters who are causing all this 
damage? To the extent we have confidence in our ability to give 
attribution, many have said, and I agree, that that, in and of itself, 
could be a deterrence, that you cannot hide behind botnets and 
everything else, that you will be brought to the fore. 

So, in summary, my view is that we need to look more carefully 
at the fundamentals. How do we prevent the attacks? How do we 
stop this stuff? How do we coordinate our response to attacks with 
other countries? How do we bring the technical expertise of the pri-
vate sector to the table? That is what I think we can build on. And, 
as we develop that, we can identify perpetrators better, we may 
want to refine punitive sanctions. 

And also, as to amending the 2011 Obama administration report, 
which we all agree was an excellent start, but if you go back and 
read that report, ask yourself, What steps are recommended there 
to prevent cyber attacks, to respond to cyber attacks, and to, as a 
practical matter, internationalize our response? I think, in that 
respect, it is 4 years ago—as you said, four centuries have gone by, 
in effect—but, just updating that and having more generalizations 
without specifics is not going to be helpful. 

Senator GARDNER. Mr. Lewis. 
Mr. LEWIS. Just if I could add on one point, Mr. Chairman, and 

thank you. 
One of the significant changes in the last few years has been the 

ability of the United States to specifically identify the perpetrators 
of cyber activity. This is an effort that began probably in 2006 at 
the Department of Defense. And you might have seen a line in the 
State of the Union Address this year that hinted at how the United 
States does this, because the President said we would build on our 
experience in the counterterrorism realm of blending different 
sources of intelligence. So, beginning in 2006, DOD and NSA and 
other intelligence agencies have put a significant effort into identi-
fying the tools that foreign opponents would use, so they could be 
recognized, identifying the centers that foreign opponents use, and, 
since Mr. Snowden has said it, I will say it, too, in penetrating for-
eign networks so that we can observe their activities. And putting 
those things together, along with human intelligence, the use of 
human agents, traditional signals intelligence, listening in to com-
munications, along with cyber intelligence, has greatly improved 
the capabilities of the United States to specifically attribute. How 
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this will change, I agree with Professor Greenberger, we do not 
know what the effect will be. But, the first time I talked to DOD 
about this, 8 years ago, they told me they could identify one out 
of three. Now I think it is well over two out of three, and maybe 
three out of four. 

The indictments should have been a good hint to people. We have 
these people’s pictures. I have even told some of my Chinese col-
leagues they have to get their hackers to dress better. We have this 
ability now that is not shared by other countries. One of the prob-
lems is: How do we provide that information? But, it may be worth 
the committee—and I know this falls a little outside of your juris-
diction, but the intelligence community has made a major effort to 
improve our ability to attribute attacks. 

Senator GARDNER. As I learned from the House Energy and Com-
merce Committee, nothing is outside of our jurisdiction. [Laughter.] 

The norms that we have talked about, the redlines that we 
have—I talked about with Mr. Painter—Mr. Painter said that 
there are clearly certain redlines—if somebody were to go onto a 
network and do some damage to a U.S. Government network or 
business. Do these norms need to include other redlines that—and, 
if so, what are they and how do we push that process? 

Mr. LEWIS. In 2012, Iran began major denial-of-service attacks 
against leading U.S. banks. Iran, China, and Russia have probed 
our critical infrastructure to find vulnerabilities that could be used 
for a truly damaging attack, one that disrupted services or caused 
physical destruction; at least in the case of the Russians, they have 
that capability. And so, in response, then-Secretary of Defense 
Panetta gave a speech in New York, where he said that the United 
States would take action against cyber attacks that threatened to 
cost American lives or do significant economic harm. So, those are 
the two thresholds we have set. And they have been more or less 
reinforced since then in several statements by then-Chairman 
Dempsey, by Secretary Carter, by the President. There is an 
implicit understanding that, if people are hurt or if you do some-
thing truly significant to the economy, you face the potential for a 
very damaging response. 

The dilemma is that everything that falls below that apparently 
is okay. And one of the problems we have had in this year is, we 
have seen both Iran and North Korea push the envelope a little bit. 
They did do destructive attacks against U.S. companies, against 
Sony and against a casino in Las Vegas. Those did destroy data, 
those did damage computer networks. It is a gray area, but they 
came a lot closer to the line. And so, one of the problems we have 
now is, How do we remind people, ‘‘There are lines. Do not try and 
push the envelope. You need to take a step back’’? 

Senator GARDNER. Thank you. 
And I just—to wrap this up—I do not want to keep you any 

longer than necessary—the final question I have is—and I know 
you have talked a little bit about—Mr. Greenberger, just before— 
Professor Greenberger—just before the last question, about what 
your updates to the 2011 strategic framework would look like. 

Mr. Lewis, give me two or three things that we ought to start 
with on a progress review. And, obviously, Professor Greenberger, 
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I do not want to cut you off, so if you have something else that you 
would like to add, too, and then we will conclude. 

Mr. LEWIS. We need to—as we have done in other security areas, 
like proliferation—assemble a group of countries that think like us, 
and begin to identify the norms that we think should apply, and 
reach agreement on them. We need to engage with the fence- 
sitters—India, Brazil, Turkey, the big new powers, South Africa— 
and keep them comfortable on this, but we do not want to give 
them a veto. So, I would say the most important thing we can do 
now is say—and as Professor Greenberger has said—get the like- 
minded together, get them to agree, and then get the rest of the 
world to go along. 

Senator GARDNER. Professor Greenberger. 
Mr. GREENBERGER. Yes. I agree with that. Basically, I do want 

to say that I am not as sanguine about our ability to identify who 
the perpetrators are. I think that needs to be explored. And a fur-
ther point is, we do not know all the acts that have been conducted, 
because, as Senator Cardin said, many of the private sector do not 
want to identify that they have been attacked, for fear of losing the 
good will. So, I think that is still something to be—I think the lit-
erature, if you read it, still suggests that authentication is a seri-
ous problem. 

Senator GARDNER. Yes. 
Well, thank you. That concludes today’s committee hearing. I 

want to thank the witnesses for your testimony, time, and answers 
today. 

And, for the information of members, the record will remain open 
until the close of business next Tuesday, including for members to 
submit questions for the record. Here is the fun part. We ask the 
witnesses to respond as promptly as possible. Your responses will 
also be made a part of the record. 

So, with that, thank you. Thanks, to Senator Cardin. 
And this committee is adjourned. 
[Whereupon, at 11:37 a.m., the hearing was adjourned.] 

ADDITIONAL MATERIAL SUBMITTED FOR THE RECORD 

RESPONSES OF CHRISTOPHER PAINTER TO QUESTIONS 
SUBMITTED BY SENATOR BENJAMIN L. CARDIN 

Question. International Standards.—As discussed at the hearing, the National 
Institute of Standards and Technology (NIST) has conducted cybersecurity research 
for decades, and leads the government in standards development and protocols for 
cybersecurity operations, testing, and certification. NIST’s 2014 Framework for 
Improving Critical Infrastructure Cybersecurity references globally accepted stand-
ards and protocols, which can be used both in the U.S. and abroad to operate more 
efficiently and manage risks. NIST is continuing to work with foreign governments, 
federal agency partners, and industry stakeholders to promote the Framework and 
encourage alignment of compatible cybersecurity standards and practices. 

♦ To what extent have these NIST standards and protocols been adopted by for-
eign governments? In your view, what are the major impediments for adoption 
of these standards? In terms of both preventing cyber attacks and identifying 
the source of cyber attacks, which standards should the international commu-
nity adopt most quickly? 

Answer. Foreign governments are well aware of the National Institute of Stand-
ards and Technology (NIST) Framework, as both U.S. officials from across the gov-
ernment and industry are sharing lessons learned about the Framework’s develop-
ment and its use throughout industry. 
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We believe broad use of the Framework serves as a model approach to strength-
ening critical infrastructure cybersecurity and that it should be adopted quickly by 
the international community. The aim is to promote a universally accepted and 
applicable approach to cybersecurity that fosters interoperability and innovation, 
and enables the efficient and effective use of resources. 

Public-private partnerships, such as the ones being leveraged to promote the 
Framework, are essential to improving cybersecurity not only because the private 
sector owns the majority of critical infrastructure, but also because industry is most 
familiar with the cybersecurity products and services they develop, manufacture, 
deploy, and operate. As a consequence, industry is in a unique position to offer the 
technical and monetary resources to manage the cybersecurity risks associated with 
their products and services. 

We have increased awareness and use of the Framework throughout the world 
since its launch in 2014. As two recent examples, in January, President Obama com-
mitted with the U.K. Government to ‘‘work with industry to promote and align our 
cybersecurity best practices and standards, to include the U.S. Cybersecurity 
Framework and the United Kingdom’s Cyber Essentials scheme,’’ and in April, the 
United States and Japan committed to ‘‘seek to enhance global resilience of critical 
infrastructure through the promotion of principles like those in the National Insti-
tute of Standards and Technology Framework for Improving Critical Infrastructure 
Cybersecurity.’’ 

I would refer any further questions regarding the NIST Framework directly to 
NIST. 

Question. International Competitiveness for American Companies.—In the wake 
of the WikiLeaks disclosures, some American companies now argue they are at a 
competitive disadvantage when selling their cybersecurity and information tech-
nology products and services to other countries. Foreign nations have argued that 
U.S. companies may have to violate the privacy laws of foreign nations in order to 
comply with U.S. law enforcement efforts. 

♦ What steps can U.S. Government agencies take in order to assuage the concerns 
of foreign governments that may be reluctant to purchase American cyber-
security and information technology products and services? 

Answer. In a competitive ICT market, firms and service providers have an inter-
est in providing and procuring secure, trustworthy products and services that allow 
customers to build resilient networks. U.S. technology companies are at the fore-
front of global innovation, and provide new and exciting technologies to customers 
around the world. Their domestic and international customers recognize and appre-
ciate these companies’ dedication to information security. In recent years, the U.S. 
Government, including the President, has engaged in a series of conversations and 
initiatives with industry to reinforce the long-standing reputation of U.S. companies 
as good stewards of electronic information. One example is the extensive outreach 
and discussions spearheaded in 2014 by then-Counselor to the President John Pode-
sta that resulted in a detailed and comprehensive assessment and report that 
addressed the opportunities and challenges presented by Big Data. We also engaged 
industry in developing greater transparency by companies regarding government 
information requests. In addition, during the President’s Cybersecurity Summit at 
Stanford University, on February 13, 2015, companies discussed key aspects of con-
sumer protection and cybersecurity and pledged to enhance their efforts in various 
areas. We will continue to work with industry on these efforts. 

Through our diplomatic efforts, the Department of State has worked to build trust 
with specific partners that have raised particular concerns, as well as with the pub-
lic more broadly. For example, we addressed head-on concerns within the inter-
national Internet community in the aftermath of the initial disclosures at several 
high profile events, including the Stockholm Internet Forum, the Internet Govern-
ance Forum, and the Munich Security Conference. To help address concerns in Ger-
many, in June 2014, our governments jointly organized an open, multistakeholder 
Cyber Dialogue hosted by German Foreign Minister Steinmeier, in which John 
Podesta participated, and where a high level panel of both German and U.S. experts 
discussed big data, privacy, security, economic innovation, and international cyber 
cooperation. The United States is also using every available opportunity to impress 
upon China our concerns regarding new draft laws and regulations that would 
impose restrictions on a wide range of U.S. and other foreign ICT products and 
services. 

♦ Do these foreign governments’ concerns present an additional hurdle for U.S. 
Government agencies attempting to promote and harmonize international cyber-
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security standards? If so, what steps should U.S. Government agencies take to 
address and overcome these concerns? 

Answer. The U.S. Government believes that using widely accepted standards 
helps create competitive markets around cybersecurity needs through combinations 
of price, quality, performance, and value to consumers. This competition then pro-
motes faster diffusion of these technologies throughout global industry. The U.S. 
Government promotes policies built off those cybersecurity standards, as illustrated 
in the Framework for Improving Critical Infrastructure Cybersecurity developed by 
the National Institute of Standards and Technology (NIST). As such, we encourage 
foreign governments as well as partners in the private sector to evaluate these 
standards for themselves. We believe that this transparency serves to address many 
of the possible concerns foreign governments might have. 

Also, as NIST continues to support and improve the Framework, it is soliciting 
input on options for long-term governance of the Framework including transitioning 
responsibility for it to a nongovernmental organization. Any transition must mini-
mize or prevent potential disruption for organizations that are using the Frame-
work. The ideal transition partner (or partners) would have the capacity to work 
closely and effectively with international organizations, in light of the importance 
of aligning cybersecurity standards, guidelines, and practices within the United 
States and globally. Transitioning to such a partner—along with NIST’s continued 
support—would help to ensure that cybersecurity-related standards and approaches 
taken by the Framework avoid creating additional burdens on multinational organi-
zations wanting to implement them. 

Question. USG Interagency Coordination.—The Cyber Threat Intelligence Integra-
tion Center (CTIIC) will be a national intelligence center focused on ‘‘connecting the 
dots’’ regarding malicious foreign cyber threats to the nation and cyber incidents 
affecting U.S. national interests, and on providing all-source analysis of threats to 
U.S. policymakers. The CTIIC will also assist relevant departments and agencies in 
their efforts to identify, investigate, and mitigate those threats. 

♦ In terms of government coordination, what do you see as the most important 
steps that the newly created Cyber Threat Intelligence Integration Center must 
take? 

Answer. As noted in the background to the question, a key role for the Cyber 
Threat Intelligence Integration Center (CTIIC) will be to ‘‘connect the dots’’ regard-
ing malicious foreign cyber threats to the United States so that relevant depart-
ments and agencies are aware of these threats in as close to real time as possible. 
As such, the CTIIC will provide integrated all-source analysis of foreign cyber 
threats and cyber incidents affecting U.S. national interests; help ensure that the 
U.S. Government centers responsible for cybersecurity and network defense have 
access to the intelligence needed to perform their missions; and facilitate and sup-
port efforts by the government to counter foreign cyber threats. 

As part of these efforts, one key role that the CTIIC will take on will be to inte-
grate and leverage the insight and information already held by the Federal Govern-
ment in order to produce a more timely and holistic understanding of foreign cyber 
threats. In practice, relevant information from other areas of government responsi-
bility (e.g., investigation and incident response) will be integrated with threat intel-
ligence at CTIIC. The result should be a unified perspective that helps decision-
makers more readily understand the magnitude of a particular threat or incident 
and helps them ensure that appropriate actions are taken by the government. Such 
integration can also give federal agencies information to enhance their cybersecurity 
posture and can provide those federal agencies charged with supporting cyber-
security more broadly—especially incident prevention, response, and mitigation— 
with more timely and actionable threat information to share with their private sec-
tor partners. 

I would refer you to the Office for the Director of National Intelligence for further 
information on the CTIIC. 

RESPONSES OF JAMES A. LEWIS TO QUESTIONS 
SUBMITTED BY SENATOR BENJAMIN L. CARDIN 

Question. To what extent have these NIST standards and protocols been adopted 
by foreign governments? In your view, what are the major impediments for adoption 
of these standards? In terms of both preventing cyber attacks and identifying the 
source of cyber attacks, which standards should the international community adopt 
most quickly? 
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Answer. NIST has promoted its standards globally and there is interest in many 
countries. Some has taken the Framework as a model or as the basis for their own 
work. The chief obstacle to adoption is the lack of an organizational structure and 
authorities to implement standards. In addition to the Framework, you have ISO 
standards and the 20 Critical Controls as alternatives, but there is a degree of com-
monality among all three. The future evolution of the Framework provides and 
opportunity for greater engagement with foreign partners. 

Question. International Competitiveness for American Companies.—In the wake 
of the WikiLeaks disclosures, some American companies now argue they are at a 
competitive disadvantage when selling their cybersecurity and information tech-
nology products and services to other countries. Foreign nations have argued that 
U.S. companies may have to violate the privacy laws of foreign nations in order to 
comply with U.S. law enforcement efforts. 

♦ What steps can U.S. Government agencies take in order to assuage the concerns 
of foreign governments that may be reluctant to purchase American cyber-
security and information technology products and services? 

Answer. Greater transparency on U.S. policy regarding IT and the relation with 
companies for key issues like FBI and NSA access to products and to record held 
by U.S. companies would help. Foreign citizens do not understand the constraints 
the U.S. agencies operate under, but even if they did, they might not feel more 
secure. The U.S. needs to accompany this with by high-level political commitments 
not to interfere with U.S. information technology products would help, but it will 
take a long time to restore confidence and success will not be easy or guaranteed. 
Since the effort to undermine U.S. companies is being exploited by foreign govern-
ments, the U.S. needs to take more assertive steps to counter this propaganda and 
expose the dishonesty of critics like Snowden and his entourage as part of a larger 
strategy to rebuild trust. 

Question. Do these foreign governments’ concerns present an additional hurdle for 
U.S. Government agencies attempting to promote and harmonize international 
cybersecurity standards? If so, what steps should U.S. Government agencies take to 
address and overcome these concerns? 

Answer. U.S. calls for a ‘‘free and open Internet’’ are no longer well received by 
many countries in light of the NSA leaks. The entire international cyber strategy 
needs to take this into account and to address the concerns of key allies like Ger-
many over data protection. The pursuit of norms and CBMs is still useful, but not 
enough. It’s worth noting that these concerns are less those of the governments, 
most of whom also engage in espionage and many of whom knew of NSA activities, 
and more the concerns of their citizens, who will vote against politicians not seen 
as sufficiently assertive against the United States. The issue for NIST and other 
agencies is now to restore credibility and this requires more transparent and inclu-
sive processes. 

Question. USG Interagency Coordination.—The Cyber Threat Intelligence Integra-
tion Center (CTIIC) will be a national intelligence center focused on ‘‘connecting the 
dots’’ regarding malicious foreign cyber threats to the nation and cyber incidents 
affecting U.S. national interests, and on providing all-source analysis of threats to 
U.S. policymakers. The CTIIC will also assist relevant departments and agencies in 
their efforts to identify, investigate, and mitigate those threats. 

♦ In terms of government coordination, what do you see as the most important 
steps that the newly created Cyber Threat Intelligence Integration Center must 
take? 

Answer. CTIIC’s job is to coordinate intelligence on cyber threats, similar to what 
NCTC does for terrorism. Coordination among government agencies is the responsi-
bility of the NSC. CTIIC will need to develop the capability to acquire more than 
just ‘‘cyber threat’’ intelligence. To use Sony as an example, the first warning came 
from the DPRK letter to the U.N. Secretary General in the summer of 2014. This 
was not technical or cyber intelligence. The Center will, in additional to cyber intel-
ligence, need to track risk in a manner similar to how large corporations track polit-
ical risk. This is a significant task and to be effective, the CTIIC will need to be 
able to draw on the resources of the entire intelligence community. 

Æ 
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